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HckyccTtBeHHBIM MHTENIEKT B
KubepoezonacHoctu. XpoHuka. Beimyck 4

I.E. HamuoTt

Annomayusa—B 3TOM [JOKyMEeHTe Mbl HpeIcTaBJIsgeM
ouepenHoii (4eTBepPTHIi MO CYeTy) eKeMecs4Hbli 00630p
TeKyWIUX CcOOBITHI, CBSI3AHHBIX OOIIMM HANpPaBJICHHEM —
ucnojb3opanue HMckyccrBeHHoro wunreniekra (UA) B
kunOepOesonacHocTH. B 3ToM  peryasipHo  BBIXOAsIHIEM
JOKYMeHTe Mbl ONHUChIBAEM PperyJupylomue JOKYMeHTBbI,
3HA4YMMble COOBITHSA M HOBbI¢ Pa3padoTku B 3Toi obaactu. B
HACTOsIIiee BPeMs, Mbl COCPEIOTOYEHbI HMEHHO HA ITHX Tpex
acnekTax. Bo-mepBbIX, 3T0 HHIMIEHTBbI, CBsSI3aHHbIE €
ucnojgn3oBanueM MHNU k kuodepdesonacnoctu. Hampuwmep,
BbISIBJICHHbIE YA3BHMOCTM W PHCKH TreHepaTusHoro WM,
HOBbIC COCTA3aTeNbHbIE aTAKH HAa MOJAEJIHM MAIIMHHOIO
ooyuyenusi u UHU-arenTtoB u T.n. Bo-BTOpPBHIX, 3TO MHpOBasi
peryjisipuTOpuKa.  peryJupylomue JOKYMEHTbI, HOBbIE
rnodajbHble U JIOKAJTbHbIE CTAHAAPTDI, Kacaloluecs: PasHbIX
acnekTtoB Hampasjgenuss UM B xubGepGesomacHoctu. U B-
TPeTbHX, KaXKAbIH 0030p BKJIIYAaeT HOBble HHTEpecHbIe
ny0IMKanMM 10 JaHHOMY HampapJjeHui0. BesycioBHo, Bce
oTOOpaHHBbIe sl KaMAOr0 BbIIYCKA MATEPHAJIBI OTPAKAIOT
B3MIAABI M NPEANOYTeHHs  ABTOPOB-cOCcTaBHTedeil. B
HACTOsI el cTaTbe NPEACTABJICH Y€TBePThIil BBINYCK XPOHUKH
HNU B xubepOe30nacHOCTH.

Kniouesvie
K1Oep0e30nacHOCTD.

C/loea—HCKyccTBeHHLIﬁ HHTECJLJICKT,

|. BBEJEHUE

C 2020 rona xadeapa NudopmaimonHoit 6e30macHOCTH
¢akynpteta BMK MI'Y wumenn M.B. JlomoHocoBa
3aHUMAeTCs BONPOCcaMH CBsi3H MCKyCcCTBEHHOTO MHTEIJIEKTa
u kubepbesomacuoctu. Ha ¢akynbrere Obia oTKpbiTa (U
yememHo  (QYyHKUHOHHPYET)  ImepBas  MarTHCTepCKast
OporpaMMa B 3TOM HalpaBIeHUH?,

B oxmnoii u3 mepBbix cBoux pabor [1] mbl omucanu 4
HaIpaBIEHUI 3TOU CBA3KU!

e lckyccTBEHHBIN MHTEIUIEKT B KHOEp3auTe

e lckycCcTBEHHBIN MHTEIUICKT B KMOepaTakax

o Kubepbe3omnacHOCTb caMux
HcKyCcCTBEHHOTO MHTEIIEKTa

o Jlundeiiku

CUCTEM

Ho Bce pa3BuBaeTcs B 3T0# 001aCTH JOCTATOYHO OBICTPO.
Ceifuac, BMECTO MOCJIEIHEr0 MYHKTa, BUIMMO, IpaBHIbHEE
OyJeT TOBOPUTb O PHUCKAX TIEHEPATHUBHBIX MOJENEH, rie
nuneliki ecTh JINIIb OJIUH U3 MHOYKECTBa PUCKOB [2].

B Takom ¢Qopmate W OBIIM MOCTPOCHBI 3aHATHS B
MarHucTpaType «cKycCTBEHHBIN WHTEJUICKT B

lMaFI/ICTepCKaﬂ mporpamma  «MICKyCCTBEHHBI  HHTEJIEKT B
kubep6esonacHoctn (PIOC) https://cs.msu.ru/node/3732

KnOepOe30macHOCTH», KHOep0e30MmacHOCTh CAMUX CHCTEM
HckyccTBeHHOro  WHTENJIEKTa  (aTakd Ha  CHCTEMBI
HcKyCCTBEHHOTO HWHTEIJIEKTA), PacCMaTPUBAETCS TEeph
elle ¥ B MarucTepckoii nporpamme «Kubep6e30macHOCTb».

B Takoil xe mapaaurmMe MOCTPOEH W HAIl BBIXOASIIUN
y4eOHHK, ¢ MyOauKamue KOToporo, BO3MOXHO, TOMOXKET
Llenrpanbupiii Yaupepcuters. 3a BpeMs, NPOIIEAIIEE C
MOMEHTa BBIXOJA MPEABIAYIIEro BBIMYCKa XPOHHUKH, MBI
MOATOTOBHJIN JJISI HAIIEr0 HOBOTO Kypca MO pa3paboTke
HH-arenToB? eme u nocobue mno OesomacHoctu WU-
areHToBd.

B nmenmom, 3a npomeamee ¢ MOMEHTa 3allycka
MaruCTpaTyphbl BpeMs, Mbl HAKONWIM, IOXKaJyH, caMbli
OOJNBIION CHHCOK IyOJWKAIMH Ha PYCCKOM S3BIKE IO
ykaszaHHo# TemaTuke®, Hama akTHBHOCTH B 3TOH 06acTH
BBUIMJIACh B HOBBIH NMPOAYKT — 0030p (XPOHHUKY) TEKYyIIHUX
cooOniTuii Mo Teme MU B kubepOe3onacHOoCTH. MBI Havallu
Ha peryjaspHOM OCHOBE OIMUCHIBATH 3AE€Ch XapaKTepHbIE
MHIIUJICHTBI Kkubep6e30macHOCTH, CBsI3a HHbIE c
UCIOJIb30BaHUEM, HOBBIE PETYJHPYIOLUIMEe JIOKYMEHTHl U
CTAHAAPTHI, a TakkKe MHTEPECHbIE CTAThH, BBILICILINE IO
Hallel TeMaTHKe.

Mp1 BeIlycKaeM 3TOT 0030p onuH pa3 B mecal. [lepBbrit
BBIMYCK BhIeN B ceHTssOpe 2025 roma [3]. Msr moka
MpOJOJDKAaeM MOUCK (OpPMBI  €ro  pacnpoCTpaHEHHUs.
Bo3moxHO, 310 OyaeT “otaensHO crosmuii” PDF, koTopsrii
MbI Oy/ieM BBIKIAaJbIBATh Ha OJHOM M3 HAIIUX PECYpPCOB,
BO3MOKHO — kaHasl B Temerpam (wnu yxe 6yner MAX?),
WIK 4TO-TO emie. YeTBepThIi BBIMYCK MBI  TaKkKe
pacmpocTpaHseM MPUBBIYHBIM JJIsl HAC CHOCOOOM — Kak
crateto B kypHame INJOIT. Mpbl OTKpBITHI  ais
MIPEeI0KEHNH 1o popMaTaM paclpoCTpaHEHUs, TOAIEPKKE
BBIIYCKOB ~XPOHUKA M €€ HamnoJHeHuro. I[lummre’.
HHTepecHBl CCBUIKM Ha HOBBIE CTAaTbU, OCOOCHHO Ha
PYCCKOM sI3bIKE, KOTOPBIE MBI, BO3MOXHO, npomyctuin. U,
KOHEYHO, BCErJa JKJIEM HOBBIE CTAaTbH Ul KypHala
INJOIT® (Bensiit cnucok, PUHLI, BAK).

*Marucrpatypa KnGepbesomacrocts https://cyber.cs. msu.ru/
j https://cu.ru/

https://dpo.cs.msu.ru/courses/%d1%80%d 0%b0%d 0%hb7 %d 1%80%d0%hb0
%d0%b1%d0%be%d1%82%d0%ba%d0%b0-
%d0%hb8%d0%bd%d1%82%d 0%hb5%d 0%bb%d0%bb %d0%h 5%d0%ba%
d1%82%d1%83%d0%b0%d 0%bh%d 1%68c%d0%bd%d1 % 8h%d 1%85-
%d0%b0%d0%hb3%d0%b5%d 0%hd%d 19682 %d0%be%d0%b2/

® http://inetique.ru/articles/agents_security.pdf
6Hy6n1/n<au1/m o TEME nn B
httgs://abava.bIogspot.oorN2025/11/11 112025 html

dnamiot@cs.msu.ru
8 http://injoit.org

KnOep0e30macHOCTH
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Il. MHUUAEHTHI B U

Komnanust Adversa Al, muonmep B obmactu Al Red
Teaming u Agentic Al Security, B wurone 2025 roxa
onyOnukoBajsia  CEHCAUMOHHBIA  oTueT:  «OCHOBHBIE
MHIUIEHTH 6e3onmacHocTu MU — Beimyck 2025 rogax»®. Dto
KpUMHUHAJIUCTUYECKUN B3I HAa TO, Kak cucremsl MM — ot
MOJIE3HBIX 4aT-00TOB 10 aBTOHOMHBIX MM-areHTOB — yxke
CEI0T Xa0C B peaIbHBIX yCIOBHSX.

Kak wammcano B mpecc-penuse: “3albyapre 00
akaJeMHIecKoil Teopur. Peub HaeT o KHOepnpecTymHOCTH
Ha ocHoBe WM, rme cucrempl UM »skcrutyatupyrorcs

6LICTPCC, 9eM HUX YCICBAKOT IOHATH. Or YTCUCK
NEpCOHAJIBbHBIX JaHHBIX yaT-00TaMu a0
HCCaHKIIMOHUPOBAa HHBIX NepeBOJOB KPHUIITOBAJIIOTHI

areHTaMH, 10 YTEUeK NaHHBIX MEXAY apeHAaTOpaMH B
kopnopaTtusHblX -cTexax u npodiem MCP.

OTOT OTYEeT MHpeAcTaBiIseT cOOOH TPEBOXKHBIH 3BOHOK:
WM — HOBasi NOBEpXHOCTh aTaku. M 0HAa MHUPOKO OTKpHITA .

baza pamneix MM-manmpentos!® B cBoeM 0630pe
oT™MeuaeT, 4TO JMnQedKd W aTakd, CBA3AHHBIE C
HpHBIEYEHHEM BHHMAa HUS CTalu COBEPIIEHHO

06b11eHnbIMu !, HaumoHanbHBIE pEryIUpYIONIUE OPTaHbl U
KOMITa HUU 33 JOKYMEHTUPOBAJH IUIaTHBIE PEKIaMHBIE CETH,
BbIIaBaBIIMe ceOsi 3a MOJUTHYECKUX JesATeNedl u
3HAMEHHUTOCTEH, dYTOOBI 3aMaHWUTh T[OJIb30BaTEIEH B
MOIIICHHIYeCKie Bopouku. Hampumep, paccinenosanue Tech
Transparency  Project!?  Beiasuno B Facebook
MPEATIOT0KUTEITBHO CO37IaHHYIO HCKY CCTBEHHBIM
WHTEJUICKTOM JHUN(PEHKOBYIO pEKIIaMy, BbIJIaBaBIIYIO CeOs
3a mpesugeHra Tpamma, Mnona Macka, KoHrpeccmeHa
Anexcannputo  Oxacuo-Koprec, ceHaTtopoB Onuzaber
Yoppen u bepuu Cangepca, a Takxke Ipecc-ceKpeTaps
Kaponun Jlusurt. B pexname mpeanaraiuch (asibLIIHBEIC
rocynapcTBeHHble ckuiku B pasmepe 5000 monnapoB u
Jpyrue nojo0Hble MOIIEHHHYECKHE CXEMbl, KOTOphle, Kak
coobmaeTcsi, BBOAWIN MOJIb30BaTeNel B 3a0yxkIeHUE M
npuHocwiIn goxon Meta. Takue HMHUMACHTH (CTaBIIUE
M3BECTHBIMH, OYEBHIHO) H3MEPSIOTCS YXKE IECATKAMH.
Hanpumep, nonunus bpasunuu apecroBana 4eTbIPEX
MOI03PEBAEMBIX B HCIIOJIB30BAHUU MPEANOIOKUTEITHHO
CO3JJaHHBIX HCKYyCCTBEHHBIM HWHTEIIEKTOM JHUT(EHKOBBIX
BUJIEOpOIUKOB ¢ Mozenbto JKuzenb BroHaxeH u apyrumu
3HaMEHHTOCTSIMH B pekiIame B Instagram mist mpoIBHKEeHHS
(eHKOBBIX PO3BITPHIMEN W CPEACTB MO YXOIy 3a KOXken!s,
Cxema JelicTBOBajla KaK MUHMMYM ¢ aBrycra 2024 roxa u
mpuHecia OoJsiee opraHmzatopam Oonee 3,9 mMmmInoHA
nomnapos CIHA. JKepTBbl, IPENIIONOXKUTENBHO, TEPSIU
HEeOOJIBIINE CYMMBI, O KOTOPBIX 9aCTO HE COOOIIANOCH, 4TO,
[0 CJIOBaM ClefoBaTelleld, CO34all0 «CTaTUCTUYECKUH
HMMYHUTET.

JKuBoe BBICTYIUIEHHE BBILUIO 332 PaMKU OJHOPA30BBIX
TPIOKOB. DTO, HalIpUMep, coobuieHne o Bctpeue Teams, Ha
KOTOPOHM  3JIOYMBILUIGHHUKHd  BblAaBajgu  cebs  3a

® https://adversa.ai/direct-report-pdf-private-3/

10 https:/fincidentdatabase.ai/

1 https://incidentdatabase.ai/blog/incident-report-2025-august-
september-october/

12 https:/;www. techtrans parencyproject.org/

13 https://www.reuters.com/world/americas/brazilian-scammers-raking-
millions-used-gisele-bundchen-deepfakes-instagram-ads-2025-10-03/

(MHAHCOBOTO W TEHEPANBHOTO JAHPEKTOPOB, YTOOHI
MIPOBECTH TPAH3AKINIO, OKA3BIBAET, YTO MHOTOAKTOPHEIC
nunQelKka B peaTbHOM BpEMEHH Temeph paboTator4,
HyxHO eme pa3 mpu3HATH, YTO B TEXHHYECKOM IUTaHE
BoiiHa ¢ jundedikamu mpourpana. CyIIecTBYIONIHE
JIETEKTOPB — 00XoauMbl. OcTaeTcst TOJNBKO MapKHpPOBATH
HCKYCCTBCHHBIN KOHTEHT (Hanpumep, Kuraii Tpedyerato ot
cBoux mnpowusBomgureneidi [4]). us  KOpHOpaTHBHOIO
oOmmeHus, o KpaifHeidl Mmepe, KaKoe-TO Bpems ele OyayT
pabortaTh KorHMUTHBHBIE Kamuu [5]. Ho MHorue ciydau
BBIMOTATEIbCTBA 3KCIUIyaTUPYIOT CPOYHBIE MOTPEOHOCTH
Onu3kux Joneu. 37ech, BO3MOXKHO, MOTYT cpaboTaTh
3apaHee COINIACOBaHHBIC MEXIYy ONM3KUMH JIIOJbMHU
COTaCOBaHHBIE  CEKpeTHble (¢pas3sl  (Kak Mapoisb),
OTCYTCTBHE KOTOPHIX OyAeT yKa3slBaTh Ha MCKYCCTBEHHBIH
koHTeHT. O030p pemenuii a8 KoH(epeHIH (cUCTEM
peanpHOTO BpemeHH) ecTh B pabore [5]. Uro kacaercs
OmomeTpuueckoil  MAGHTHU(PUKAIMHM, TO BOT  3JIECh,
HaIpuMep, MOXKHO TOYHUTATh NPO aTaKy IpencTaBICHUS,
KOTZHa peaybpHas nepcoHa Oyxaer mpeacraBieHa 3D mackoit

(6]

LLM mpomomkaroT pagoBaTh CBOMX IIOJB30BaTENEH.
Coo0miaercs, YT0 HECKOJIBKO KPYITHBIX 4aT-00TOB Ha Oase
UCKYCCTBEHHOTO MHTeUIeKkTa, Bkaodas ChatGPT, Copilot,
Gemini 1 Meta Al, mpemoCTaBIsiId IOJb30BATEIAM M3
BenukoOpuTaHiKM HEBEPHBIE WM BBOISIINE B 3a 01y KIEHUE

(UHAHCOBBICE M CTpaxoBble pekoMeHAalwu. Cucremsl,
HCKa)kaJyd HAJIOTOBblE IIpaBWia, [JaBaJld HEBEPHBIC
TpeboBaHMA K  TYPUCTHUECKOMY CTPAaXOBaHHIO U

HaIlpaBJIsJIM 0JIb30BaTENEH HA JOPOTOCTOAIIMUE YCIYTH 110
BO3BpaTy cpencTstd.

Hy)KHO OTMECTHUTH, YTO OOJILIIMHCTBO aTaK cerogHd — 3T0
yKe He PO B3JIOM 4eTo-1n00. IT0, CKopee HA00OPOT — PO
HaJIeKHYI0 paboTy 110 TpaTe ACHET B Hy)KHOM CepBHCE.

Anthropic mpomomkaer myOIMKOBaTH CBOM HMCTOPHHU
(paccnemoBaHusl) 00 WCIOIB30BAHUM WX TeHEPaTHBHBIX
Mojieliel B knbepatakax. ITO OUYCHb BajKHASI U PaBUIIbHA S
WHUIMATHBA, KOTOPAas IIOMOXET HE TOJBKO pa3padoTINKaM
TeHEPAaTUBHBIX MOJENCH, HO M KuOep3almuTHuKaM (u/wiau
reHepaTHUBHBIM MOJIENSIM, BBICTYNAIONMM B TaKO# poun). B
pabote [7] oTmedeHO, 4yTO B KHOepOE30MaCHOCTH HACTY I
MepeOMHBI MOMEHT: MOMEHT, Koraa moaenu WU cramm
MO-HACTOSIIEMY IOJIE3HBIMU JJIsl KuOepOe3onacHOCTH, Kak
Bo Omaro, Tak M BO Bpea. OTO OCHOBAaHO Ha
CHUCTEMATHYECKUX OLEHKaX, MOKa3bIBAIOUINX YIBOCHHE
KHOEpBO3MOKHOCTEH 3a IIECTh MecsleB, a Takke Ha
OTCIIeXKMBA HUU PEAJIbHBIX KHOepaTak 1 HaOJII0ICHUH 32 TEM,
KaK 370yMBIIUTEHHUKH UCTIONB3YI0T Bo3MokHOCTH M. MBI
yKe CChUTAIUCh Ha 3TOT IPUMEP B MPEABIAYIINX XPOHUKAX.

PaccnenoBanue mogo3puTeabHON aKTUBHOCTH B CEPE/IMHE

ceHtssops 2025 00HapyXuWiIo0 BBICOKOTEXHOJIOTHUHYIO
MITHOHCKY IO KaMITa HUIO. 3MOyMBIIIITCHHUKH
OecnpeneeHTHO IHPOKO HCHOIb30Bald  «aTEHTCKHE)

Bo3MokHOoCcTH UM, npumenss MM He TONbKO B KadecTBE
KOHCYJIBTaHTa, HO M JUJIS OCYIIECTBICHIS CaMUX KHOepaTax.

4 https://www.bankshift.no/ny heter/dnb-utsatt-for-sofistikert-deepfake-
anqrep/375139
® https://www.theguardian.com#Aechnology/2025/nov/18/warning-ai-
chatbots-inaccurate-financial-advice-tips-chatgpt-copilot-uk
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HcTouHuKk yrpo3sl, KOTOPOIO BBICOKOH CTEIEHBIO
YBEPEHHOCTH OLICHMBAIOT KaK CIIOHCUPYEMYIO KUTaMHCKUM
rOCyZapcTBOM TPYMITy, HCHOIb30Bal MHCTpyMeHT Claude
Code, dTOOBI TIOMBITATBCA BHEAPHUTHECA IPUMEPHO B
TPUALNATh TIOOANBHBIX IleNel, W B HEOOJBIIOM YHCIE
Clly4aeB 3TO ynaayioch. Llenblo onepanuu ObUIM KpyIHBIE
TEXHOJIOTUYECKHE KOMITaHHWH, ()MHAHCOBBIC YUYPEKICHHUS,

Report & analysis %

Orchestration
Dedicated actor orgs

MCP
Server

MCP
Server
MCP | Tool Call
Al proxy
Claude Code Orgs

HOpeIIpUATHS XUMHYECKOH HIPOMBIIIICHHOCTH u
rocyapcTBeHHbIe yupexkaenus. Anthropic cuuraer, 9To 310
TIEPBBIH 33 JOKyMEHTUPOBa HHBII cinyuait
KpynHOMaciTaOHOW KnOepaTakd, OCYIIECTBIEHHOH Oe3
CYIIECTBEHHOTO BMEIIATESIECTBA YEIOBEKA .

ApXHTEKTypa aTaKylOUled CUCTEMbl NpeJCcTaBlIcHa Ha
puc. 1.

MCP
Server

Neutral party
callback services.
Validate exploits.

SYICYICYICYIESIEYICYIEYIEYIESICYIEY

Targets

Web App ’ Database ‘ ::'ev::::( '

Cloud Infra

Appliances

Scanning and attacks of the target's Infrastructure

Puc. 1. OO6muias apxurekrypa [8]

Ataxa omnupaljiach Ha HeCKOJbKO (yHKUuA Moxaenei MU,
KOTOPBIE elié ToJ] Ha3a ] He CYIIEeCTBOBAIH WU Ha XOJUIUCh
B 324aTOYHOM COCTOSIHUM:

Wurennexkr. OOmmit ypoBeHb BO3MOXKHOCTEH Mojemneil
BO3POC 10 TaKOH CTEHNEHM, YTO OHH MOTYT CIEAOBaThH
CIIOKHBIM MHCTPYKIHSAM U HOHUMATh KOHTEKCT, YTO AEIaeT
BO3MOXKHBIM BBHITIOJTHEHHE OYEHb CIIOXKHBIX 3anad. boiee
TOTO, HEKOTOPBIE U3 HX XOPOIIO PAa3BUTHIX CHEIHU(PUICCKAX
HaBBIKOB, B YaCTHOCTH, IPOTPAMMHPOBAaHHE, ITO3BOJISIOT
HCTIOTB30BAaTh X B KHOEpaTaKax.

AreHTCcKHe (GYHKIUH. Monenu MOTYT JeHCTBOBATH Kak
aTeHTHI, TO €CTh OHA MOTYT pa0oTaTh B IUKIAX, BRITIOIHSIL
aBTOHOMHBIC JCHUCTBHSA, OOBECOUHSA 3aJa4d B IICIIOYKU H
TIPUHUMA 5T peureHus JIUIIB c MHHHUMAa JTbHBIM,
SMH30JUYECKUM y4aCTUEM YeJIOBEKA .

WncTpyMenTel. Moaenu UMET AOCTyHn K IIHPOKOMY
CHEKTPy MpPOrpaMMHBIX HHCTPYMEHTOB (4acTo uepe3
oTKphITHIT cTangapT Model Context Protocol). Teneps onn
MOTYT OCYLIECTBIATh IIOUCK B IIHTEpHeTe, U3BIECKATh
JlaHHBIE U BBINOJHATH MHOXECTBO JAPYIUX JEHCTBUIA,
KOTOpBIE paHee OBUIM WCKIIOYUTENBHON NPEeporaTHBON
omepaTopoB. B cimydae kmbepaTak Takue HHCTPYMEHTEHI
MOTYT BKJIIOYaTh B Ce0S B3IOMINUKH IAapoJied, CETEeBHIC
CKaHEPHI U IPYTO€ IPOTPaMMHOE 00ECIICYCHNUE, CBA3a HHOE C

6€3011a CHOCTEIO.

Ha puc. 2 Hibke nokazaHbl pa3iudHble (a3bl aTaKu, KaXkaa s
U3 KOTOPBIX NMOTpeboBaIa BCeX TPEX BBIIIENEPEUHCICHHBIX
(yHKUHHA.

Ha EepBOM JTamne oTmepaTopsI BBIOMpAIH
COOTBETCTBYIOIME LMW (HATIPUMEP, KOMIAHHIO HIH
rOCy/IapCTBEHHOE YYPEKICHHE, B KOTOPBIC HYXHO OBLIO
MPOHUKHYTH). 3aTEM OHHU pa3pabaThiBalld CTPYKTYPY a TAKH
— cHcTeMy, TIpeIHa3HAYCHHYIO JJIS aBTOHOMHOTO B3IIOMa
BBIOpAaHHOM I1eJTM ¢ MHUHAMAJIBHBIM y4aCTHEM YeJI0BeKa. DTa
cTpykrypa ucnons3oBasia LLM (Claude Code) B kauecTse
ABTOMATH3UPOBAHHOTO HHCTPYMEHTA JUIS TPOBEICHHUS
KrOepornepaIuii.

Ha stoMm 3Tane um HyxHO O0bl10 yoenuts LLM mpunsTh
yuactue B atake. OHHM chemaiad 3TO, B3JIOMaB €ro,
(dakTudeckn OOMaHYB, 4YTOOBI MOJENb 00OLUIa CBOH
3aLIUTHbIE Oapbepsl.
HeOOJIbIINE, HA TICPBBIN B3IVIS HCBHHHBIC 33712 YU, KOTOPHIS
LLM BeimomnHsna, He UMes MOJTHOTO MPeACTaBIEHUS O LeIn
WX BPEJAOHOCHOTO HCHOJb30BaHUSA. OHM TakkKe cooOmuIn
LLM, wurto ouf coTpyaHHMK JIErHTHUMHOH KOMIAHHUH,
3aHHMaroIeiica kubepOe30macHOCThIO, U UCTIONB3YeTCs IS
TECTUPOBAHHS 32 IIUTHI.

OHu pa30wiu CBOM aTaku Ha
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Puc. 2. Ocymecrienue ataku [8].

3aTeM 37I0YMBIIIJICHHUKA WHUIIMAPOBAIN BTOPOU 3Tall
aTakd, B xoae kotoporo LLM mposepsiia cuctemsl u
HHQPACTPYKTYpy LEJICBOW OpraHM3allid W  BBISBISI
Haubosee uLeHHble 0a3bl NaHHBIX. ATaKylOIIME CMOTIH
MPOBECTH 3Ty pa3BeAKy Tropasgo ObIcTpee, YeM 3TO
noTpedoBaiocs OBl KOMaHIE XakepoB-nwoaei. 3atem LLM
OTYHUTANIaCh MEpea OmepaTOpaMu C KPaTKHM H3JI0KECHHEM
CBOUMX PE3yJIbTATOB.

Ha cnenyrommx »sramax araka LLM BeisBuna wu
MIPOTECTHPOBAJIa YSI3BUMOCTH O€30MAaCHOCTH B CHCTEMaxX
[EJIeBEIX ~ OpTaHM3allWi, HCCIIeJOBaB W  HAIHCaB
coOcTBeHHBI Ko skcruroiita. [locime storo ¢dpelmMBopK
cMmor wucrosb3oBaTh LLM nmns cOopa y4E€THBIX aaHHBIX
(uMeH moJsib30BaTENiel W MApOJIei), YTO IO3BOJIMIO €i
MOJIYYUTh NaTbHEHIINA JOCTYI U U3BJIeYb OOJIBIIONH 00BEM
KOH(UICHIIMATBHEIX TaHHBIX, KIaCCU(PUIHPOBAB HX IIO
CTENEH! pa3BebIBaTEIbHON LEHHOCTHU. BBIIN BBISBIEHBI
y4ETHBIE 3aMUCH C HAWUBBICIIUMH NPUBUWIETHSIMH, CO3/1aHbI
O5KIOpHI, @ JaHHblE OBUIM W3BICYEHBI C MHUHUMAJIBHBIM
y4aCcTHEM YeJIOBeKa.

Ha 3ax10uuTenbHOM 3Ta e 310y MBIIUIEHHUKY TOPYYHIN
LLM moAroToBHTH MOJTHYIO JOKyMEHTAIIMIO aTaKH, CO3AaB
moJie3Hsle (alNBl ¢ yKpaJeHHBIMH yUETHBIMH JAHHBIMH H
IpOaHATU3NPOBAHHBIME CHCTEMaMH, KOTOpBIE IIOMOTIH
(bpeitMBOpKyY CIIJIAHUPOBATh ciaenyomun oTan
KuOepoTepauii 310y MBIIIIICHHIKA .

A | = -

ALy,
= FaArraser

Owea
retrieee
teed

B memom, 3M0yMBIIUIEHHUK CMOT HcCIoyib3oBaTh WM s
BeinoHeHust 80—-90% kamIa HUM, IPU 3TOM BMEIATEILCTBO
YyesoBeKa TPeOOBaIOCh JIMIIb 3MNU30JUYECKH (BO3MOXKHO, B
4—6 KpUTHYECKUX MOMEHTaX MPUHATHS PELICHHN 3a OIHY
XaKepCcKyro kammnaHuio). O6sEM paboThl, BeimonHsemoi U,
3aHsT Obl 'y KOMAaHIbl JIOJEH OrpOMHOE KOJIUYECTBO
Bpemenu. Ha nuke ataku MU oTnpaBisi ThICSYM 3a1IPOCOB,
4acTO I1I0 HECKOJIBKO B CEKyHAy — CKOPOCTh aTakKH, C
KOTOPOH XaKepaM-IIOASM ObLIO OBl MPOCTO HEBO3MOXKHO
CpaBHUTBCA. MOXHO CKa3aTh, 4YTO THpodOiIeMa cuioca
naHHbIX [9] B knbepaTtakax yske yCrelHo mpeoioyeHa .

Bwmecte ¢ Tem, B mpodecCHOHAJIBHOM COOOIIECTBE JTOT
OTYET BCTPETUIIM TOBOJBHO ckenrTmuecku. Anthropic maxe
MOJO03PEBAOT B  MPOCTOM  pekinaMe  COOCTBEHHOTO
npoaykral®. OrmeuaroT, 4TO TajTIOUMHALMM HHKyAa HE
neanck, u LLM wmoxer OGaHanpHO OOMaHBIBATHCS.
KoMMmeHTapuu 1o yKa3aHHOHW CCBUIKE BOBCE BBINJISIIST
YHUYKATCIIBHBIME JIJTSI KOMITa HUH.

@DabIIUBbIE YEKH, CO3/JaHHbIE FEHEPATUBHBIMU MOJIEIISIMHA —
HoBas uues, o0beM BeIpoc Ha 14% 3a roal’. DTo mpsamoe
CIEACTBHE POCTa KayecTBa CO3/aBaeMbIX H300paXeHUH.
Kak mnosoxutenbHbli MOMEHT MOYKHO OTMETUTh TO, UTO
Nana Banana Pro (Gemini 3 Pro Image) — camas motuas,
HAa CETOJHSIIHUI JeHb, CHCTEMa TeHepaIuH n300pasxeHHH
or Google momewyaer co3gaBaeMblii KOHTEHT BOJISIHBIMHU

6 https:/larstechnica.com/security/2025/11/researchers-question-

anthropic-claim-that-ai-assisted-attack-was-90-autonomous/
https://arstechnica.com/ai/2025/10/ai-generated-receipts-make-
submitting-fake-expenses-easier/
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3HaKamui®,
Mser yxe ommceiBanmu pasHee paborsr OWASP 1o
takcoHomMuu yrpo3 mus HHU-arentoB [10]. Otu  xe

MaTepuajbl MOKHO HAa¥iTH B HamleM y4eOHOM MOCOOHH IO
6e3onacHoctn MU-arenros [11]. A aBropsl pabots [12]
B3UTM WM TPEACTABHIN IS KaXIOH YIPO3Bl pealbHEIC
npuMepsl aTak. Hampumep:
T5. Kackagnele aTakd c
NpeaCcTaBIeHUN

OrnucaHue yrpo3sl: DTH aTaKH HCHOJB3YIOT CKIOHHOCTh
U reHepupoBaTh KOHTEKCTHO TNPaBAOMNONOOHYIO, HO
JI0KHYH0 UH(OpPMA LU0, KOTOPAsi MOKET PaclpoCTPaHIThCS
MO0 CHUCTEeMaM W HApPyUIATh MPOLECC MPUHATHS PELICHHIA.
DT0 TakKe MOXKET TMPUBECTH K JECTPYKTUBHBIM
PacCCyXKICHUSIM, BITHSIFOIIIM HA UCIIOJIH30Ba HIE
HHCTPYMEHTOB.

Hamnpumep, aBTOMaTHYECKOE 32 MMCTBOBaHHE BBIXOIHBIX
HOaHHBIX Hn. AreHT aBTOMATHYECCKHA COXpaHsSeT
CTCHEPUPOBAaHHBIA MOJEIBI0 KOHTEHT (OTBETHI, CBOJIKH HIU
OTYETHI) OOpaTHO B CBOIO 0a3y 3HAHWUU WIIM KypHAIbI 0e3

HCIIOJIB30BAHUEM  JIOKHBIX

TIPOBEPKH.
IMpumep artaxm: Arenr WM s OusHec-omepanmit
TeHepUpYeT  JIOKHOE  NPEACTaBICHHE O  MOJHMTHUKE

BO3MEIIIEHUST Pacxo0J0B, Hampumep, «Bce 3aka3sl CBbIIIE
1000 nonnapoB aBTOMAaTHYECKH BO3MEMIAKOTCA». ITO
JIOKHOE TMpaBHIO COXpaHsAeTCs B ero 0Oa3e 3HaHUH,
u3BIeKaeTcs Oyaymumu pabodyuMH  TpoleccaMd U
UCTOJNB3YeTCs I  aBTOMATHYCCKOTO  YTBEPKACHUS
BO3BPATOB, YTO MPHUBOJUT K (PUHAHCOBBIM MOTEPSIM U
3710yHOTPEOIECHUIO CHCTEMO.

111 PETYJISLIMU U CTAHJTAPTBI

[Mpesunent CIIA Jlowansn Tpamn moamucan ykaszl,
HampaBlICHHBIII Ha OJOKMPOBaHUE BO3MOKHOCTH INTATOB
CaMOCTOATEJIBHO YCTaHaBIUBATh NPaBUiIa PETYIHPOBAHUS
HCKyCcCTBeHHOTO uHTesiekTa (MN).

«MBl XOTUM HMETb €JUHBII LEHTPajbHbIA HCTOUYHMK
YTBEPKACHUS, 3asBun  Tpamm IKypHajlucraM B
OBanbHOM KaOMHETE B YETBEPT.

DTO JacT anMUHHCTpanuu TpaMma HHCTPYMEHTHI IS
IIPOTHUBOAECUCTBUS HamboIee «0OpEeMEHUTETEHBIM»
mpaBwiaM MITaTOB, 3asBWI COBEeTHUK bemoro goma mo
Bonpocam MU JIoBung Caxc. IlpaButenbctBo He Oymer
BEICTYNaTh MPOTHB peryiupoBanus MU B oTHOIIEHUH
0€e3011a CHOCTH JIeTEM, 100aBIII OH.

DTOoT  mar 3HaMeHyeT co0oi  mobemy  auA
TEXHOJOTHYECKHUX THMIaHTOB, KOTOPBIE MpPH3BIBAIN K
MPHUHATHIO 00IIe-aMEPUKAHCKOTO 3aKOHOIATEIbCTBA B

ob6nactu MU, NOCKOJIBKY OH MOET 0Ka3aTh CYIIECTBCHHOC
BIMSHUEC Ha JOCTH)KCHHE AMEPUKOW IeNd BO3INIaBUTh
OBICTPO Pa3BHBAOILYIOCS OTpaciab,

B KazaxcraHe BCTyNHT B CHIIy BTOpPO B MUpE 3aKOH 00

'8 htps://simonwillison.net/2025/Nov/20/nano-banana-pro/

19 https://www.whitehouse.gov/presidential-
actions/2025/12/eliminating-state-law-obstruction-of-national-artificial -
intelligence-policy/

20 https:/;vww.bbc.com/news/articles/crmddnge9yro

MCKYCCTBEHHOM MHTEIIEKTe?!,

B cratbe 1 3akoHa [aercs INepedyeHb BajKHEHIIUX
MOHATHH, YTO OJHOBPEMEHHO SIBIETCA KOPOTKON BBOAHOM,
kak BooOme I neficTByerT.

"MCKyCCTBEHHBIH ~ MHTENJIEKT —  (YHKIMOHAJbHAS
CIHOCOOHOCTP K HMHTAallid KOTHUTHBHBIX  (DYHKIIHH,
XapaKTEepHBIX 15 YETI0BEKa, 00eceunBalona s pe3yibTarThl,
COIIOCTaBHMBIE €  pe3yJbTaTaMHU  HHTEJUIEKTYaJbHOM
JeATeIbHOCTH YeIOBEKa WIIM PEBOCXOASIIHUE UX".

"Mogenb UCKYCCTBEHHOTO HHTEIJIEKTa — IPOTpaMMHBIN
MPOIYKT, pa3paboTaHHbII ISt BBINIOJIHEHHS
crenuaJIu3upOoBa HHBIX 33129 U CTIOCOOHBIN a TaITHPOBATHCS
K W3MEHSIOIMMCS YCJIOBHAM, o0O0ydaThCs Ha OCHOBE
HAaKOIUIGHHOIO OIIbITa M ONTHMHU3UPOBATb IMPOLECCH U
pe3yIbTaThl CBOEH NEATEIBHOCTH " .

"OOyueHre MOJENH WCKyCCTBEHHOTO WHTEJUICKTa —
npoiiecc 00pabOTKK MpeACTaBICHHBIX WIM HaKOIUICHHBIX
JaHHBIX C LECJIBIO (I)OpMI/IpOBaHI/ISI HJIN COBCPIICHCTBOBAHUA
CHOCO6HOCTI/I MOACINU  BBIIIOJIHATH HHTCJIJICKTYaJIbHBIC
3amaun”.

CornacHo NPUHATOMY 3aKOHY, "TIOJIB30BATENN JIOJIXKHBI
ObITh NPOMH(POPMHUPOBAHBI O TOM, YTO TOBAPbI, paOOTHl U
YCIyTH NMPOU3BECHBI HITH OKa3bIBAIOTCS C UCIIOIb30BaHUEM
CHCTEM HCKyCCTBEHHOTO HHTeNIeKTa. PacrpocTpaHeHue
CHHTETHYECKHX  PE3yJbTATOB  JICSTEJBHOCTH  CHCTEM
HCKyCCTBEHHOTO HWHTEIIJICKTa JIOIYCKaeTCsl TOJIBKO IpH
YCIOBHM WX MapKHpPOBKM B MallMHOYMTaeMOd ¢(opme u
CONPOBOXIEHUS  BU3yadbHONH 1ub0 uHONH  Qopmoil
IpelyIpexIeHus .

B xazaxcranckom 3axkone 00 MM ects craths 23
"ABTOpCKOE MpaBO", COCTOAIASA U3 5 TyHKTOB:

"IlpousBeneHys, CO3AaHHBIE C HUCIOJIB30BAHUEM CHCTEM
HUCKYyCCTBEHHOTO HHTEJUIEKTa, OXPAaHSITCA aBTOPCKUM
NpaBOM TOJIBKO B Clydae HaJM4Msi TBOPYECKOIO BKIaJa
YyeJ0BEKa B UX CO3aHUE.

TekcToBble  3alpOCBl, HamNpaBIseMble B  CHUCTEMBI
HCKYCCTBEHHOTO HWHTEJUIEKTa, SBIAIOMIMECS PE3YIbTaTOM
UHTEIIEKTYalbHOI TBOpPYECKON [EATENBbHOCTH 4Yel0BeKa,
NpU3HAIOTCS 00BEKTaMH aBTOPCKOTO MPaBa B COOTBETCTBUH
¢ 3akoHoAaTenbcTBOM PK 00 aBTOpPCKOM MpaBe M CMEXHBIX
npaBax.

Hcnonb3oBaHue NpousBefeHU s 00yuyeHus mojaenei
HUCKYyCCTBEHHOIO MHTEIJIEKTa HE OTHOCUTCS K ClydasiM
CBOOOTHOTO HCIOJIb30BA HUS IIPOU3BEACHUN B
00pa30BaTENBHBIX WX HAYYHBIX IEJSAX, IPEAYCMOTPEHHBIM
3akoHOHaTeIscTBOM PK 00 aBTOpCKOM mpaBe M CMEXKHBIX
npaBax.

Hcnonp30BaHNE MPOU3BEACHUH ISl 00ydeHHs Mojenel
HUCKyCCTBEHHOTO  MHTEJUIEKTa HE Mpeanojaraer ux
HCTONB30BaHUS B (OpPMaX, OTHOCSIIMXCS K JHYHBIM
HEUMYLLIECTBEHHBIM u UMY ILECTBEHHBIM

(I/ICKJ'I}O‘H/ITGJTBHLIM) npaBam aBTOpa, BKJIIO4Yas

2L https://www.zakon kz/pravo/6498812-v-kazakhstane-vstupit- v-silu-
vtoroy-v-mire-zakon-ob-iskusstvennom-intellekte-proanaliziruy-ii.html
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BOCTIPOM3BEJCHHE,  pacIpoCTpaHEeHHe,  IepepadoTKy,
Ty OJIMYHBINA TIOKA3, UCTIOJIHEHUE, COOOIIeHHEe B d(Pup WITH Mo
Ka0Oenro, JOBEIEHHE J0 BCEOOIIET0 CBENEHHS U HUHEIE
NEeHCTBHA, MPEeTyCMOTPEHHBIE 3aKoHOHaTenscTBOM PK 00
aBTOPCKOM IIPABE U CMEXKHBIX TpaBax.

Hcronp30BaHNEe TPOM3BEICHUN A 00ydYeHHS Mozeneil
HCKYCCTBEHHOTO HHTEJNIEKTa JOIyCKaeTCSd TOJBKO IMpH

OTCYTCTBHHM  3alpeTa CcO  CTOPOHBI  aBTOpa  WIH
npaBooOigazaTess, BbIPAXEHHOT0 B MAalIMHOYMTAEMOU
dopme".

To ectb mpoMmMnThl (MOJCKA3KH) TaKKE MOTYT OBITh
00BEKTOM aBTOPCKOTO ITpaBa.

IpaBUTENBCTBO Agsctpanun?? OITy OJIMKOBAIIO
JIOJITOKIaHHBI HanuoHanbHBI IwIaH pasButus MH23,
«OOIIETOCY Ia PCTBEHHY O paMOYHYO nporpammy,
TrapaHTUPYIOMIYI0, YTO TEXHOJOTHH paboTaloT Ha Oiaro
mofeit, a He Ha000poT».

B pamkax »5TOro mimaHa MPaBUTENBCTBO obemaer
MHKJIIO3UBHYI0 SKOHOMHUKY HCKYCCTBEHHOIO MHTEIIEKTa
(M), xoTopas 3ammimaeT paboTHHKOB, 3a MOTHACT MPOOEITHI
B TNPENOCTaBICHUH YCIYr U TMOAJIEPKUBAET MECTHOE
pa3surue M.

B KadecTBe Ba’KHOTO H3MCHEHHUS IIO3UIINH,
MPaBUTEIBCTBO TAKXKE MOATBEPKAACT, UTO ABCTpalivsi HE
Oymer BBOOUTH 0O0s3aTeNbHbIE MEPBhl  3aIUUTHl IS
BbICOKOpUCKOBaHHBIX M. Bmecto 3TOro, mo ero ciosawm,
CYIIECTBYIOILIETO MPaBOBOTO PEXHUMA JOCTATOUHO, U JIFOOBI €
HE3HAYHUTENbHbIE W3MEHEHHS, CBSI3aHHbIE C KOHKPETHBIMH
yrpo3aMu WU pHCKaMH, cBs3aHHBIMH ¢ MU, MoryT OBITH
OCYLIECTBJIEGHbI €  NOMOINp0  HoBoro  MHcTuTyTa
6esomacHoctu WMW?* ¢ OwomxeroM B 30 MUIIMOHOB
aBCTpAJIMHCKUX JOI1apoB B paMkax MuHucrepcrsa
MIPOMBINIIEHHOCTH.

V30eranne MacmTaOHBIX M3MEHEHHI B aBCTpAJIMHCKON
[IpaBOBOH CHUCTEME MMEET CMBICI B CBETE OCHOBHOMW LEIH
I1aHa — clelaTh ABCTPAJIUIO NPUBIEKATEIbHBIM MECTOM
JUISL. MEXIYHapOJIHBIX HMHBECTHIMH B LEHTPHI 00paboTKH
Jla HHBIX.

HoBblii aBcTpanuiickuii IUIaH CTaBUT B MPUOPUTET
CO3/1aHUE MECTHOH MHAYCTPUH IPOTPAaMMHOTO 00ecIeUeHus
qns WM, pacnpocTpaHeHHE NPEUMYIIECTB («IIOBBIIICHUS
MPOU3BOIUTENIBHOCTI 5141 Ha pabOTHHKOB |
HoJb30BaTeNeil TOCyAapCTBEHHBIX YCIYT, HpPUBICUEHHUE
9acTH HEYCTAHHBIX ITO0aNBHBIX HHBECTHIMHA B LEHTPHI
o6pabotku naHHEIX MW M mpoABHKEHHE PErHOHAIBHOTO
aupepcTBa  ABCTpanuM IyTeM IpEBpalleHUs €€ B
UHQPaACTPYKTYPHBII U BBIYUCIHUTENBHBIA IeHTp B MHIO-
TuxookeaHCKOM pEeTHOHE.

OTH LOCJIN HU3JI0KCHBI B TPEX OCHOBHBIX HaIIpaBJICHUAX

22 https://techxplore.com/news/2025-12-australia-national-ai-

benefit.html

23 https://www.industry.gov.au/publications/national-ai-plan/ministers-
foreword

24 https://ww.industry.gov.auhews/australia-establishes-new-institute-
strengthen-ai-safety

IUIaHA: WCIOJIB30BAaHNUE BO3MOXKHOCTEH, pacCHpOCTpaHCHHE
MIPEeUMYIIECTB M 00ecTieueHre Halei 6€301a CHOCTH.

C mnyOnukammed TmIaHa TPaBHTENBCTBO OQHIHAIBHO
0TKa3aJIOCh OT MPEKHUX MPEITOKCHHH 00 00532 TEIBHBIX
Mepax KOHTPOJIS IS CHCTEM HCKYCCTBEHHOTO MHTEJICKTA
BEICOKOTO pucka. OHO yTBEp)KAaeT, YTO CYIIECTBYIOIIA
npaBoBast 0a3a ABCTpalMM YXe JOCTATOYHO CHJIbHA H
MOJKET OBITh OOHOBJIEHA «B Ka’k[0M KOHKPETHOM CIIydaey.

OrMedaercsi, 4TO 3TO NPOTHBOPEYHUT OOLICCTBEHHOMY
mHeHuto. bonee 75% aBcTpanuiilieB XOTIT peryJIupoBaHUs
nn.

OT0 Takke MPOTUBOPEYHUT MpPAKTUKE APYTUX CTPaH.
EBpomeiickuii  coro3  yxe  3ampemaer — Haubolee
puckoBaHHble cuctemel WU wu oOHOBHI mpaBMiIa
Oe3omacHOCTH mpoAyKimH u Mwiathopm. B Hacrosmee
BpeMs OH TakKe pa3pabaThiBa€T CHCTEMY PETyJIHpOBaHHA
cucreM MU BeIcOKOTO pucka. CucTeMsl QemeparbHOTO
npaBuTenbcTBa KaHaabl peryiupyroTcs MHOIOYPOBHEBOM
cucteMoi ynpasineHus puckamu. lOxnasa Kopes, SInonus,
bpasunusa u Kuraii uMeroT npasuna, peryJupyonme pucky,
cei3aHHble ¢ WM. YnomsaHyTelii BeIme 3akoH 006 WU
KazaxcraHa Takke OTAEIBHO BBIAEISAET BBICOKO-PUCKOBBIE
CHCTEMBL.

IIpesunent Tpamn 3anyctun B Coenunennnix Illtatax
mporpamMMy ucnoib3oBaHus MU ang yckopeHMs HaydHBIX
OTKpBITHI?®. Muccust «['eHe3uc», YUpeKAEHHAS YKA30M
mpesujgeHTa, o0s3bpiBaeT  MUHHUCTEPCTBO  DHEPTETHKU
HHTETPUPOBAaTh CBOM 17 HaUMOHAJBHBIX J1abopaTopuil u
HEKOTOPBIE U3 CAMBIX MOIIHBIX CYyHEPKOMIIBIOTEPOB CTP aHBI
JUISI IPOBEACHUS UCCIIEJOBAHUM B CAMBIX Pa3HBIX 001aCTAX,
OT DHEPIeTHKH [0 MEJUNHHBL. [IpaBHUTEIHCTBEHHEIC
nccienoBaTeN OyIyT COTPYAHHYATH C HapTHEpaMH M3
4acTHOro cekropa, Bkiaouas Anthropic, Nvidia u OpenAl,
I o0ydeHHs MoJeneil Ha OCHOBE COOCTBEHHBIX
(denepanbHBIX HaOOPOB MaHHBIX W HUcToNb30BaHUI MU s
TeHEepaIIH ¥ IIPOBEICHUS HKCIIEPUMEHTOB.

MUHHCTEPCTBO DHEPTEeTHKH co3nacT Imiatdopmy UU,
KOTOpasi 00eCHeUnT JOCTYH K FOCy1a pCTBEHHBIM Ja HHBIM U
MO3BOJINT (peiepaIbHBIM areHTCTBAM, HCCIIEN0BATEIBCKUM
nabopaTopusM M KOMHAHUSAM COTPYIHMYaTh B CO3AaHUHU
(yHIaMEHTAJIBHBIX HaY4HBIX Mozeneil u areuros M. Ono
TalKe OpraHU3yeT KOHKYPCHI, CTHUIEHAMHU, MapTHEPCTBA U
BO3MOKHOCTH (MHAHCUPOBAaHUS, KOTOpPbIE OOBEIUHAT ITH
coo0IecTsa, KOOPAUHUPYS pasnuyHbIe
MIpaBUTENIBCTBEHHbIE, aKaJEMUIECKHE U YaCTHBIE PECypCHl,
KOTOpBIE OOBIYHO OCTAIOTCS Pa3pO3HCHHBIMH B MHPHOE
Bpemsa. [Ipoexkt mpencrtaBuseT co0oil «kpymHeHee
MOOUIH3a IHOHHOE HCIIOIb30BaHUE (peiepaIbHBIX HAyIHBIX
pecypcoB cO BPEMEH IPOTPaMMBI «AIMOJIIOH», — 3asBHI
arenTctBy Bloomberg Maiikn Kpamwmoc, rinaBa YipasneHus
10 HaYYHO-TEXHUYECKOH monutuke bemoro noma.

Hens coctout B 00ydenun moxaeneit UM nmanuposats n
NPOBOJUTh Hay4HbIE MCCIEJOBAaHHUA C HCIOJIb30BAHUEM
poOOTH3NPOBAHHBIX nmabopaTopuid, JIOITy CKa FOIUX

%5 https:://www.whitehouse.gov/presidential-actions/2025/1 1/launchin g-
the-genesis-mission/
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pasInYHYIO
oTpezersieT
OHMOTEXHOJIOTHS,
snepHoe
MOJTYTIPOBO IHHUKH.

IMpoexr HampaBieH Ha (i) YCKOPEHHE TEMIIOB HAYYHBIX
oTKpbITHH, (i) 3amMTy HanUMoOHAJIBHOM OGe3zomacHoctH, (iii)
MOUCK MyTEeH K CHHXKEHUIO CTOMMOCTH dHeprud u (iV)
yBEJIUUYEHHE OTJAUYU OT rOCYJaPCTBEHHBIX WHBECTHUIMH IS
HAJIOTOIIATEIBIHKOB.

CTCIICHb y‘-IaCTI/ISI YCJIIOBCKA. MI/ICCI/ISI
IECTh obmacreit HCCIIEI0Ba HUI

MPOU3BOJCTBO,  MaTEpHaIOBECHHE,
JIEJICHIE,

KBaHTOBas1 PIH(I)OpMaTI/IKa u

OpenAl omy6rKoBaia CBOIO JOJITOCPOUYHYIO IPOTPaMMy
mo kubepbOe3omacHocTH. OTMEYaeTcs, YTO BO3MOXKHOCTH
kubepbe3onacHocTu B Mozensx MU GricTpo pa3BuBaroTCA,
MPHUHOCS 3HAYHUTEIbHBIC MPECUMYINECTBA B KHOEP3aMUTy, &
TaKKe CO37aBasi HOBBIC PHUCKH [BOMHOTO HAa3HAYCHUS,
KOTOPBIMH HEOOX0IUMO TIIA TEIBHO yipaBisaTh. Hampumep,
BO3MOJKHOCTH, OLICHHBaeMble B XOJE 3a/ad THUMa «3axXBaT
¢mara» (CTF), ynyummnucs ¢ 27% B GPT-5 (oTkpwiBaeTcs
B HOBOM OKHe) B aBrycte 2025 roma mo 76% B GPT-5.1-
Codex-Max B Hos6pe 2025 roga?6.

Kommanmus oxwunmaer, urto Oymymme monenu WM Oymyt
MPOJIONXATh pa3BUBATHCS B 3TOM HampabieHun. OpenAl
IUTAHUPYET, YTO KaXKaas HOBas MOJEIb OyIeT AOCTUTATh
«BBICOKOTO» YPOBHS KHOEpOE30IacCHOCTH, M3MEPSIEMOro B
COOTBETCTBHH C pa3pabOTaHHOW CHUCTEMO#l OLCHKH
TOTOBHOCTH?' . Ion «BBICOKHM) YPOBHEM
KuOepOe30MacHOCTH MOApa3yMeBaOTCs MOJACIH, KOTOPBIC
MoryT Jaubo pa3pabaTeiBaTh paboTalouue yaajcHHBIC
9KCIUIONTHI HYJIEBOTO [HS NMPOTHB XOPOIIO 3aLIMIICHHBIX
cucteM, JHOO OKa3plBaTh CYIICCTBCHHYIO IOMOIIb B
CIIOXKHBIX, CKPBITBIX OMNEpalMiX [0 BTOPKCHHIO B
KOPIIOPa TUBHY IO Win MPOMBIILIICHHY IO cpeny,
HAMPAaBICHHBIX HA JOCTH)KCHHE pPEabHBIX PE3yJIbTaTOB.
Cucrema omnenku rortoBHoctd  (The  Preparedness
Framework) - sto moaxox OpenAl x oTciexuBaHUIO U
MOJTOTOBKE K HOBBIM MEPCICKTHBHBIM BO3MOXHOCTSIM,
KOTOpBIE CO3IalOT HOBBIE PHCKH cephe3Horo Bpena. Ilox
«CEePHE3HBIM ymepoom» B TOM JIOKYMEHTE
MOJPa3yMeBaeTCsl CMEPTh HWIIM TSDKENbIC TPaBMBI ThICSY
monell WM DKOHOMHYECKHH ymep0d B pa3Mepe COTeH
MIJUTHApAOB JToiiapoB. [lpm 93TOM, KOMIUIEKC Mep
6e3zonmacHoctu oT OpenAl oxBaThiBaeT NIMPOKUI CIEKTpP
PHUCKOB, BKIIFOYasi MHOTHE PHCKH, YIIEPO OT KOTOPHIX HE TaK
cepbe3eH. 37eCh MOKHO OTMETHUTh Halll 0030p MO pUCKaM
reHepatusaoro U [2]

B mnacrosimee Bpems, B IulaHe KuOepOe30macHOCTH,
OpenAl  KoHIEHTpHUpYeTCS Ha Tpex OO0JacCTIX HOBBIX
MEPCIEKTUBHBIX ~ BO3MOYKHOCTEW, KOTOpPBIC  KOMIIaHUSI
Ha3bIBAET OTCIICKMBAEMbIMHU KA TETOPUSIMU:

e bBuosjorpyeckue W XUMHYECKAE BO3MOYKHOCTH,
KOTOpBIC, TMOMHMO OTKDPBITHS HOBBIX METOJOB
JIeYCHHs, MOTYT TaKKe CHH3UTh Oapbepbl s
CO3IaHMI W HUCIIOJNH30BAHHUSA OMOIOTHYECKOTO WITH
XUMUYECKOTO OPYKHS.

e BosMmoxHOCTH  KHOep0Oe30IacHOCTH,  KOTOpEIE,
MMOMUMO 3aIIUTHI YSI3BHMBIX CHCTEM, MOTYT TakoKe
CO3/1aBaTh HOBBIC PUCKH MaCINTaOHBIX KHOepaTakK U

28 https://openai.com/index/strengthening-cyber-resilience/
27 https://cdn.openai.com/pdf/18a02b5d-6b67-4cec-ab64-
68cdfbddebcd/preparedness-framework-v2 pdf

HCTIOTB30BaHUA YI3BUMOCTEH.
e BosmoxHOCTH nn,
KOTOpBIE, TOMHMO Oojiee OBICTPOTO pPaCKPBITUSL

CaMOCOBCPIICHCTBOBA HUA

MOJIC3HBIX BO3MOYKHOCTEH, MOTYT TaKXKe CO3JaBaTh
HOBBIC TIPOOJIEMBI [T yripaBieHus cuctemamu U
YEIIOBEKOM.

Aardvark?8, arenr-uccnegosatens or OpenAl B o6nactu
0e30macHOCTH, MOMOTAaIOMKK pa3paboTuynkaM U KOMaHIaM
0C30MaCHOCTH HaXOOUTh M HCOPABIATH YS3BUMOCTH B
Oonpmnx MacmTabax, ceiiuac HaX0JUTCS B 3aKPBITOM OeTa -
TectupoBaHUU. OH CKaHUpPYET KOJOBbIe 0a3bl HA HaJUYHE
yS3BUMOCTEH u mpenjaraer naTyu, KOTOpBIC
COTPOBOXIAOIIUE MOTYT OBICTpO BHeIpuTh. OH YyxKe
BeIABIII HOBele CVE B mporpamMMmHOM o0OecledeHHH C
OTKPBITHIM HCXOJIHBIM KOJOM, aHAJU3UPYS LENbIE KOJJOBbIC
6a3el. OpenAl mraHHpyeT TPEnIoXuTh OecIuiaTHOe
MOKPBITHE JIJIS1 OTJSITBHBIX HEKOMMEPUYECKUX PETIO3UTOPUCB
C OTKPBITBIM UCXOJTHBIM KOJIOM, YTOOBI BHECTH CBOM BKJIA]] B
0€30TaCHOCTh YKOCUCTEMBI IPOTPAMMHOTO OOECTICUCHHUS C
OTKPBITBIM UCXOJIHBIM KOJOM M IICTIOYKH MOCTaBOK. [TogaTh
3a4BKy HA y4acCTHE MOXHO 371ech2.

OpenAl cosnaer CoBer mo nepenoBsiM puckam (Frontier
Risk Council) — xoHCyJnbTaTHBHYI TIpYIILy, KOTOpas
OOBCAMHUT OTBITHBIX CICHUAIUCTOB IO KHOEp3alIuTe H
0€30MaCHOCTH AJIE TECHOTO COTPYAHHYECTBA C HaLIHMH
koMaHAaMu. Ha Ha4yalbHOM 3Tame COBET COCPEIOTOUYUTCS
Ha KuOepOe30macHOCTH, a B OyAyLIEM PacCIIUPHUT CBOIO
NEeSTENbHOCTh HAa JPyTHe MepenoBbie oOnactu. WieHs
coBeTa OyayT BOIpocaM
pasrpaHUYCHUS MOJIC3HBIX M OTBETCTBCHHBIX BO3MOXKHOCTEH
U TOTEHIHMAJIBHOTO 3JIOYMOTPEeONCeHUs, W TOJTy4YCHHBIC
3HAHHS OYIyT HAMPSIMYIO BIHMSTH HA HAIIM OLUCHKA U MEPbI
3aIUTEL. B 3TO# CBS3M CMOTpPHU Tarke Haml 0030p — 4TO
LLM 3naer o kubepbeszonacuoctu [22].

OpenAl CIIpaBeIJINBO OTMEUaer, 9TO
KAOSPTIPECTYIUICHUSI MOTYT  OBITh ~ OCYHIECTBHMBI  C
HCTOJB30BaHUEM II000H TMepenoBOl MOJENH B OTPaCIH.
Jns pemreHus 3To# nMpoOIeMbl KOMIIAHHUSA COTPYAHUYACT C
JIpYTUMH TepefoBeiMH JlabopaTopusiMu depe3 Frontier
Model  Forum30,  HekoMMepueckyl  OpraHH3aLHIO,
HNOJJCepXKUBaeMyl0 BenymuMmu Jabopatopusmu WU u
OTpPAacCICBEIMA TNapTHEpaMH, YTOOBI BBEIPa0OTAaTH 0OIICE
MMOHMMaHUE MOJeNell yrpo3 U NepeOBbIX METOA0B. B aToM

KOHCYJIBTUPOBaTh IO

KOHTEKCTE MOJEIHPOBAaHUE YTPO3 IIOMOTaeT CHU3UTh PUCKH,
BBISIBIISIS1, KAK BO3MOKHOCTH M MOTYT OBITh UCTIOJIH30Ba HBI
B KAQUeCTBE OPYXKHs, TI€ CYLUIECTBYIOT KPUTHYECKUE Y3KUE
MeCTa JUIsl pa3indHbIX CYOBEKTOB yIpo3 UM KaK MEepeOBbIC
MOJIETH MOTYT 00€CIEUYHTh CYIIECTBEHHOE YIIyUlIeHHE. DTO
COTPYHUYECTBO HATIPABICHO HA CO3/Ia HUE COTJIa COBAHHOTO,
0O0IIe-3KOCHCTEMHOTO TOHUMAaHHS CYOBEKTOB YIpo3 H
myTel aTak, 9TO MO3BOJUT 1abopaTOpHUsIM, pa3padoTIHKaM
U 3aMUTHAKAM JIYYIIe yIy4IIaTh CBOM MEPHI IO CMSITYEHHUIO
MOCIEICTBUN M obecnednBaTh OBICTPOE PacCIpPOCTpaHEHHE
KPUTHYCCKH Ba)XXHBIX JaHHBIX O OE€30IacHOCTH IO Bcel
skocucteme. OpenAl Tarke B3aHMOJCHCTBYEM C BHEITHUMHU
KOMaH/IaMH U pa3pa0oTKH OIICHOK KnoepOe3omacHocTH. B
yacTHOCTH, mocienuuii  mpoxykr GPT-5.2  Codex

28 https://openai.com/index/introducing-aardvark/
29 https://openai.com/form/aardvark -beta-signup/
%0 https://www.frontiermodelforum.org/
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onenmpaincs B nmabopatopuu lrregular’l, xoropas
MO3UIIMOHUPYET  ce0s  Kak  TIEepBYIO MepeaoBY0
nabopaTopuio 06€301MacHOCTH, MUCCHUSI KOTOPOH - 3aIUTHUTH
MHUp B 3TOXY Bce 00Jiee COBEPIICHHBIX U CIIOXKHBIX CHCTEM
HCKYyCCTBCHHOTO  HHTe/UiekTa. JlaGopatopuss co3maer
CHCTEMBI 3alIUThl HOBOIO IMOKOJEHHS C ITOMOIIBIO
BBICOKOTOYHBIX HCCIICIOBATEIBCKUX IUIATPOPM, KOTOPHIE
MOJCIUPYIOT H  OTCICKHUBAIOT peajbHbIe CICHAPUHU
6ezonmacuoctn MHW. OpenAl HajgeeTcs, 4TO 3KOCHCTEMA
HEe3a BUCUMBIX OILIEHOK Oyner CI1oco06CTBOBA Th
nanpHeimeMy — GopMupoBaHHMIO  OOIIEro  MOHUMAHHUSA
BO3MOJKHOCTEH MOJEJICH.

B Hosbpe 2025 roma rocymapctBa-unmeHsl EC
HOJATBEPAUNH  CBOK  HPUBEPKEHHOCTh  HU(PPOBOMY
CyBEpEHHTETy, YKPENHB aBTOHOMHIO U CTpaTerndecKuii
KOHTPOJIb HaJ IU(POBOI MHPPaCTPYKTypOH, NaHHBIMU H
HOBBIMH TEXHOJIOTHSIMH, TAaKUMH KaK HCKYCCTBCHHBIN
MHTEIIEKTS,

Erpomneiickas Komuccust omyOnnkoBaza TepBBIH IPOSKT
Konekca mpakTHkM 1O MapKHpOBKE W 0003HAYCHHIO
KOHTEHTA, CO3/1a HHOTO C TIoMoIbio V33,

Cratesa 50 3axona 06 U134 prnrogaeT 0613a TEIbCTBA IS
MOCTaBIIMKOB MapKHPOBaTh KOHTEHT, CO3JaHHBIA WU
obpaboTanHbli ¢ momomipio MM, B ManIMHOYUTaEMOM
dopmaTe, a TamwKe JIA IIOJB30BaTENEH, KOTOpHIE
UCTIONB3YIOT CHCTEMBI TeHepaTUBHOTO nn B
Npo(eCcCHOHANIBHBIX IEJsIX, YeTKO 0003HaYaTh JUNpEeHKy 1
myOmuKauu TEKCTa, CO3daHHOro ¢ momomipio MU, mo
BOTIpOCAM, MPEACTaBIAIONIMM OOIIECTBEHHBIN HHTEpEC.
UYrto0OBI HOMOYB TOCTABITUKAM U Pa3paboTINKaM BEIIIOJIHUTh
5T TpeboBanus, Kommuccus copmeiictByeT paspaboTke
nobpoBoneHOTO KoOmekca MpakTHUKH, ITOATOTOBICHHOTO
He3a BUCUMBIMH HKCIIEPTaMH, 10 BCTYIUICHHS STUX IPaBUI B
CHuITy.

INpoexr Konxekca mpakTUKU COCTOUT U3 JIBYX Pa3AeiloB.
IlepBblii pa3nen COAEPKUT MpaBWiIa MapKUPOBKM H
00HapyXXCHHS KOHTEHTa, CO3JaHHOTO ¢ momomelo U,
PUMEHAMBIE K TTOCTaBIIMKaM CHCTEM reHepaTnBHoro VI
Bropoif pasmen TOCBAIEH MapKAPOBKE IHUN(EHKOB U
OTPEJENIEHHOTO TEKCTa, CreHepUpPOBaHHOTO WIH
n3meHeHHoro MM, mo BompocaM, mpeacTaBISIOMMM
0OLIeCTBEHHBIII MHTEpec, U MPUMEHUM K pa3paboTuukaM
cucteM resepatusHoro M.

IMocTaBumky, Mo 3TOMY KOJeKCy, obecrnedaT MapKUPOBKY
KOHTEHTa, CO3JaHHOTO MW 00pabOTaAaHHOTO C MOMOILKIO
WU, He3aMETHBIM BOJSHBIM 3HAKOM. ODTOT BOJSHON 3HAK
OyneT HEMOCPEIACTBEHHO BCTPOGH B KOHTGHT TaKuUM
06pa3oMm, 4TO ero OyJeT TPYJAHO OTAENHUTh OT KOHTCHTA, U
OH BBIJICPKUT THIIUYHBIE 3TAMBI 00pa00TKH, KOTOPEIE MOTY T
OBITP IPUMEHEHBl K KOHTEHTY. YUYAaCTHHKH COTJIAIICHUS
BHEAPAT BOASHON 3HAK HAWIYYIIHUM TEXHHYECKH W
SKOHOMHYECKH IIeIeco00pa3HbIM cIoco00M. YdaCTHUKH

31 https://www.irregular.com/publications/model-evaluation-gpt-5.2 -
codex-on-offensive-security-benchmarks

*2 https://cdn table. media/assets/europe/declaration-for-european-digital-
sovereignty_final pdf

* https://digital-strategy .ec.europa.eu/en/news/commission-pub lis hes-
first-draft-code-practice-marking-and-labelling-ai-generated-content

* https://digital-strategy..ec.europa.eu/en/policies/regulatory -framework-
ai

COTJIAIIEeHUs] MOTYT BHEIPATH BOJSIHBIE 3HAKA BO BpEMS
0o0ydYeHHs] MOJENH, BhIBOJA MOJEIH WIH B BBIXOJHBIC
naHHble Mozenum wunu  cuctembl WM. YuacTHuku
npenocrapistonme wmoxenun WU npyrum
noctaBmukaM cucteM WU, BHEIPAT COOTBETCTBYIOIINE
METOJIbl MAPKHPOBKU HAa YPOBHE MOJCIIH JJIs oOecrede Hus
COOTBETCTBHSI TPEOOBAHHAM CO CTOPOHBI HIDKECTOSIINX
NOCTa BIUKOB

Ormeuaercs, HanpuMmep, 4YTO NIPOU3BOIUTEINH,
BBIIYCKAIOLIME MOJENN MIM CHCTEMBl MCKYCCTBEHHOTO
UHTEJUICKTa C OTKPBITHIMU BeCaMH, OyAyT BHEAPSTH METOIbI
CTPYKTYPHOH MapKUpPOBKH, 3aKOJAMPOBaHHBIE B BECax BO
BpeMs O00ydeHHS MOJENH. OTO TMO3BOJUT TPETHUM
CTOpPOHAaM, HCHOJB3YIOIIUM O3TH MOJEIH WU CHCTEMBI C
OTKPBITBIMUA BECaMH [JIsl CO3aHHS T€HEPATUBHBIX CHUCTEM
HCKYCCTBEHHOTO MHTEJJIEKTa, COOI0AaTh TPeOOBa HUSI.

Bropoii npoekr Oyzmer pa3paboTaH K cepeiHHE MapTa
2026 rona, a okoHuaTtenbHas Bepcus Kogekca oxugaercs K
niorto 2026 rona. [IpaBuna, kacaromuecs MPO3PavHOCTH
KOHTEHTa, co3aHHOro ¢ nomouipio MU, BcTynsaT B cury 2
aBrycra 2026roga.

cOrJaleHus,

Ony6aukoBan crangapt ISO/PAS 8800:2024, xoTopsrit
OIUCHIBACT CTPYKTYpY YINpaBICHUs O0€30MacHOCTbIO B
CHCTEMaX HCKYyCCTBEHHOTO HHTEJIEKTA, UCIOJb3YyEMbIX B
TPAHCIOPTHBIX CPEACTBaX, pACIIUPsS CYLIECTBYIOIINE
crangapthel [SO, takue kak [SO 26262 u ISO 21448. On
paccMaTpuBaeT PUCKU (PYHKIMOHAJIBHONH 0€30MacHOCTH M
NpeoCTaBIseT PEKOMEHAAIMH 10 pa3padoTke TpeOoBa HUI
0€30MacCHOCTH U Mep MO CHIKEHUIO PUCKOB, CIIEUHU(UUHBIX
JUIS TEXHOJIOTMI MCKYCCTBEHHOTO HMHTeJUIeKkTa. JJoKymeHT
CILYKHT OTpaclIeBbIM pyKOBOICTBOM, IPU3HABA S IOCTOSHHO
MeHSOUMACS Xapakrep npunoxenuit UM 1 Heo6xoguMocTs
B aJanTHPOBAaHHBIX  MOJAX0JaX K  oOecHmedeHuro
GezomacHocTuS®. UTo IaBHOE B JTOM MOKYMEHTE — B
cepTuUKAIMU AT KPUTHIECKUX NPUMEHEHHH MOSBIIHNCH
BEPOSITHOCTH.

Omny6nnkoBaH HannoHabHEIH crannapt [OCT P 72393 -
2025%¢  «TexHONMOTMM WCKyCCTBEHHOTO HHTEJUIEKTA B
006pa30oBaHUU. ATTOPUTMBI HACHTH(HUKA UM BOBICUYCHHOCTH
Ipyu oHIaKH-00ydeHnn. OOIIME TOJNOXKEHHS M METOIHKA
HCTBITaHUID.

@enepanbHas Clyxk0a MO0 TEXHUYECKOMY M IKCIIOP THOMY
KOHTpoJII0 B JAekabpe 2025 r. BmepBele BHecia B OaHK
JaHHBIX YIpo3 Kubep0e30macHOCTH PHUCKH, CBSI3aHHBIE C
HCKYCCTBEHHBIM HHTEJJIEKTOM, CIIeyeT U3 COOOIIEeHHs Ha
caiite perynaropa. Teneps ux Hamo Oyzaer yuntsiBaTh UT-
paspaboTunkaM codra AIA rOCyIapCTBEHHBIX CTPYKTYp U
kputHueckoit UT-undpacrpyrrypei®’.

IV OB30P YBJIMKALIMM 1 TIPOEKTOB

T'oBopst 0 myOJHMKAIMAX M MPOEKTaX 3a MpPOLIEAIIee C
MOMEHTa TpPEThETO BBHIMyCKa BpEeMs, MOXEM OTMETHUTh
clenyroiee.

% https://www.iso.org/obp/ui/en/#iso:std:iso:pas :8800:ed-1:vi:en

% https://protect.gost. ru/v.aspx?control=8 &id=258350

3 https://www.cnews.ru/news/top/2025-12-
23_fstek_vpervye vydelila_ii

88



International Journalof Open Information Technologies ISSN: 2307-8162 vol. 14, no. 1,2026

B pamkax mpomomkenust pabot mo 6ezomacuoctu UN-
areHTOB, MBI OOHOBWJIHM TIepBOE Y4eOHOI mmocoOme Ha
pycckoM si3bike [11]. OxBaueHHBIE BOTIPOCHI:

e Ctpykrypa NHU-arentoB u
MPOEKTUPOBA HAS
e Ilpo6Gnemsl ¢ 6e3omacHocThio M-areHTOB

1m1a 610 HBI

e Pucku 6e3omacuoctu M-arentos
e Moguens yrpo3
o VYazsumoctn MCP

e Bompocsl 0Oe3omacHOCTH BO  (peidMBOpKax
paspaborkn VM-areHTOB W TpaKTHYECKUE
peKOMEeH/1a [THH

B uenom, Mbl roTOBBI IOBTOPUTH ¢ Oe3onacHocThio MU-
areHTOB TOT K€ MYTbh, KOTOPBIA MBI MPOJIENIalId C aTaKaMHU
Ha MOJIEJTM MaIIMHHOTO 00y4eHus, HauuHasi ¢ pa6otsr [13].

Ha xondpepenmmn cloud.ru®® xommamms Hivetrace
IPE3eHTOBAIa CBOM B YaCTH COCTA3a TEIHHOTO TECTUPOBA HAS
reHepaTUBHBIX Mozenel®®. DTo, BO3MOXHO, JNydmuil Ha
CeTOAHAIIHUHA JEHb NPOTYKT HAa OTECUYECTBCHHOM pHIHKE.
IpusTHO, YTO OCHOBHBIM pa3paboTrunmkoMm sBisercs FO.E.
JlebenuHCKNH, BBIMYCKHHK MATUCTPAaTyphl (akyisTeTa
BMK MI'V umenu M.B. JlIomonocoBsa 2025 roga, KOTOpbIH
MPOJOIKII paboTy, HAYaTyld B CBOCH Marmcrepckoi
nuccepratmu [14].

Pexomennartenbubie  cuctemel  (RecSys)  mmpoxo
NPUMEHAIOTCS B Pas3iIWYHBIX  00NacTsAX, BKIOYaAs
JEKTPOHHYI0 KOMMEpIHIO, (DHHAHCHI, 37ApaBOOXpaHCHHE,
colMaibHble CeTH, U OKa3bIBAIOT BCe OOJIbILIEE BIUSHUE Ha
(dbopMUpOBaHUE MOBEACHUS IIOJb30BaTEIEH U NPUHATHE
peuleHuid, 4YTO MOAYEpPKHBAET HMX pacTyllee BIUSHHUE B
pasnuuHblX cdepax. OgHako HeIaBHUE HUCCIIEA0BAaHUS
nokasayu, 4To RecSys ys3BUMBI 151 aTakK, HaMpaBICHHBIX
Ha ompezaeneHue npuHaiexkHoctn (MIA - Membership
Inference Attacks), neinbro KOTOPBIX SBISCTCS ONpPEICICHIE
TOTO, HCIONB30BAjIaCh JIM 3allCh  B3aWMOICHCTBUA
MOJIB30BATENS ISl OOyYEeHHS UENeBOW MOJENU WIH HeT.
MIAs Ha mognensix RecSys MoryT HampsiMylo NPUBECTH K
HapyIICHUIO KOH(pUIEHIMAaIbHOCTH. Hampumep, BBHISBHB
TOT (akT, 9TO 3amUCh O TOKYIKE, MCIIONB30BaHHAS IS
o0yuenns RecSys, cBI3aHa ¢ KOHKPETHBIM ITOJIH30BATEICM,
3TOYMBIIITICHHHK MOJKET OIpeNeTUTh O0COOEHHOCTH 3TOTO
mosb30oBaTeNsA. B mociexHne roael OBUIO MOKAa3aHO, YTO
MIAs »o>¢dexTuBHB B ApYrUX 3ajJadax MaIIdHHOTO
00yYeHHs, HAmNpUMEp, B MOJACHAX KIaCCHDUKAIMH U
00paboTke ecTecTBEHHOro si3blka. OMHAKO TpaIUIMOHHBIE
MIAs mnoxo moaxoasT mis RecSys u3-3a HEW3BEeCTHOM
(HeBuanMMOil) amoOCTEPUOPHOW BEPOATHOCTH. B 3TOM
MPUBOJIUTCSA MEPBBIA BCECTOPOHHUI 0030p TaKuX aTak B
pPEeKOMEHIATENbHBIX CHCTEMaX. DTOT 0030p Mpeasiaraer
BCECTOPOHHUH aHANU3 MOCIEAHUX TOCTIXKEHUH B 00nacTu
MIA B pensIuoHHBIX CHCTEMaX, PacCMaTPUBAS IPHHIIHUIIEI
MIPOEKTHUPOBAHUSI, TPOOIEMBI, ATAKH U 3aIIUTHI, CBSI3a HHBIE
¢ 3TOH pa3BuBatomeiicss 00IacThI0. ABTOPHI Ipeaiarator
eINHYI0  TAaKCOHOMHIO, KOTOpas  KIacCHQHUIUPYET

*8 https://ods.ailevents/cloudru-aidevtoolsconf-041225
39 https://hivetrace.ru/red

pasnmuasle MIA B pekoMeHa TeNbHBIX CHCTEMaX Ha OCHOBE
HX XapaKTepHCTHK, OOCYXTAaIOT WX IPEHMyIIecTBa W
HemocTaTkW. Ha OCHOBe BBIABIEGHHBIX B 3TOM o0030pe
OTpaHWYEHHH W TpPoOeTOB YKa3bIBAIOTCS HECKOIBKO
MEPCIIEKTUBHBIX HAINpaBiIeHUHA OyIymMX HCCiIel0BaHUI

[15].

OueBUIHO, YTO TOPIOBIs, KaK BajXHBIH HHCTPYMEHT
uudpoBoit sxoHomuku [16], He n3bexur BHeapenus WU,
OpH KOTOPOM MOJENIM MalIMHHOTO (IIy0OOKOro) o0ydeHus
CTaHyT cnabbIM 3BEHOM B 0Oe30macHOCTH. A eciu emie
oOpaTurh BHUMaHMe Ha BHeapenue HMM-areHTOB B
pexoMeHmaTenbusie  cucremsl  [17,18], To 3mech emie
nobansieTcss u mpobyiemMa 0OBbSICHEHHS AEHCTBUN CHCTEMBI.

EcrecTBeHHO, YTO B TaKUX yCJIOBHSAX M YMHbIH oM [19]
(ero Momenu MamMHHOTO OOyYeHHS) HE H30EKHUT
COCTS3aTENBHBIX aTakK. B3saTh, Hampumep, MOMyJIsSpHBIC B
Poccun 3BykoBbIe KOJIOHKH. IHTEIIIEKTyaIbHBIE TOJIOCOBBIE
CHUCTEMBl IIMPOKO  HUCTIONB3YIOTCS JUISI  yTIpaBICHUS
MIPWIOKEHISIMA «YMHOTO JIOMay, YTO BBI3BIBACT CEPhE3HBIC
OMAacCeHHUs 1O  TMOBOAY  KOHPUACHIHMAIBLHOCTH U
OeszomacHocTH. HemaBHUE WCCIIeNOBaHUS BBISBUIM HX
YSA3BUMOCTh K aTaKaM CO CTOPOHBI 3JIOYMBIINIICHHUKOB,
aTakaM MOBTOPHOTO BOCHIpoOM3BeNeHHS U T. . OTHAKO 3TH
aTaKd OCHOBaHBI Ha TOJIOCOBBIX J1a HHBIX KEPTBBL. B Hamei
paboTe MBI HCCIEAYeM CKPHITYI0O W HE3aBHCHUMYIO OT
KOMaHJI aTaKy, KoTopas He TpedyeT cOopa rojJocoB KepTB.
Ilpennoxennass B pa6ote [20] araka IUAC, BBOaMT
TOJIOCOBYIK) CHCTeMy B 3a0NyKICHHE, 3aCTaBisisl ee
JNeHCTBOBAaTh MPOTHB BOJIK JKEPTBEI,
OTHaHHBIX KoMaHA. OCHOBHAasl KOHIIETLHS 3aKII0YaeTcs B
00yueHHU BBICOKOHAJEKHBIX KOMaHI aTakd MMyTeM

HC3aBUCHUMO OT

MOCTPOCHHUS Pa3HOOOPA3HBIX 1a HHBIX, YTO JIeJ1aeT KOMaH /I bl
MOJTB30BATENSI  HE3HAYUTENbHBIMH. [l JOCTWXKEHUS
CKPBITBIX aTaK aBTOPBI HCIOJB3YIOT BBICOKOYACTOTHYIO
HECYIIYIO JUJIS MOCTPOCHUS HECJBIIIMMON YHHUBEpCAJIbHOU
KOMaHIIBI CO CTOPOHBI 3JTO0YMBINIIEHHUKOB. OOIMHUpHEBIE
JKCIIEPUMEHTHI, TMPOBEJACHHBIE C peajbHBIMH HabopaMu
JIaHHBIX, TIOKa3bIBAIOT, YTO TPEII0KCHHAS CHCTEMa aTaKH
JIOCTUTaeT CpeHed yCIemHOCTH aTaku B 96%, nmpu 3Tom
COIPOTHUBIISACH BO3JEHCTBHIO OKpYKatolel cpeasl. bonee
TOrO, YCHEIIHOCTh TaKOW aTakd MPOTUB pPeajbHBIX
TOJIOCOBBIX cHUCTEM B 4,52 pa3a BBILIE, YEM y COBPEMEHHBIX
aHajoroB. B 3akmrouenue mnpemnaraetcs S(OPEKTUBHBIH
3aLIUTHBI MEXaHU3M W HPHUBOAATCS DKCIIEPUMEHTaJbHbIE
JaHHBIE A1 OATBEPKIACHUS er0 I (PEeKTUBHOCT .

Hurepecuast pabora ot Anthropic mo ynanenuto uz LLM
omacHelX 3HaHui [21]. Bonbuime s3bIKOBbIE MOJENH BCE
game 00IagaloT BO3MOXXHOCTSAMH, HECYIIUMH PHCKA
JBOMHOTO HA3HAYEHHUS, BKIIOYAsh 3HAHHUA O XHMHYECKOM,
OMOIOTHYECKOM, PATUOIOTHYECKOM H SINEPHOM OPYIXKHH.
Jist pemieHNs 3TUX PHUCKOB B MpeNbIAyIMX paboTax Oblna
MpenIokeHa TpagueHTHAs MapIIpyTH3aI|s -
KOTOPBHIA JIOKaJTU3yeT IeNeBble 3HAHUS B BBIACICHHBIC
rmapaMeTpsl MOJIENH, KOTOPHIE BIIOCIEICTBHH MOTYT OBITH
ynaneHsl. B maHHOI ke paboTe uccinenyeTcs yrydieHHbIH
BapWaHT TPAaIMCHTHOW MapUIpyTH3alUH, Ha3BaHHBII
CENICKTHBHBIM T'PAaJIUCHTHBIM MackupoBaHueM (SGTM).
SGTM paboraeT 3a c4ET TOTO, 4TO MPU OOYUYECHUU MOJICIH

METO/I,
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Ha OTACHBIX MpHUMepax OOHOBISIOTCS TOJIBKO BBIJIEIICHHBIC
«yJajsieMple» TIapaMeTpbl, OCTaBJAid OCTaJbHYIO 4YacTh
MOJIETU HETPOHYTOM.

ABTOpH nemMoHcTpupyoT, 4To SGTM obecrmeunBaeT
Jy4IIUHA KOMIIPOMHCC MEXAY YAaJe€HUEM OIaCHBIX 3HaHUN
U COXPAaHEHHEM OOLIMX BO3MOXKHOCTEH IO CPaBHEHHIO C
HIPOCTHIM OT(MIBTPOBBIBAHUEM OMNACHBIX JaHHBIX BO BpEMs
oOydeHus, OCOOCHHO KOraa METKH, pas3lindalolnue
«OTACHBIN» M «0E30IaCHBI» KOHTEHT, HECOBEpIICHHB. B

OTJIMYHE OT TOBEPXHOCTHBIX METOIOB pa3y4YHBaHHS,
KOTOpbIE MOXHO OBICTpO 00paTuTh BemATh, SGTM
YCTOWYHMB K TONBITKAM BOCCTAHOBJCHHS YJAJICHHBIX

3HaHUH, Tpebys B 7 pa3 Oombmie mnepeoOydeHHS IS
BOCCTAHOBJICHHS OIACHBIX BO3MOXHOCTEH 10 CPaBHEHHUIO C
JIPYTHEMH METOJaMH pa3ydUBaHUS.

Kubepb6e3omnacHOCTh OXBATHIBAET MHO>KECTBO
B3aMMOCBSI3aHHBIX 00JIaCTeH, YTO YCIOXKHIET pa3paboTKy
3HAYMMBIX, aKTyaJdbHBIX M PBIHKA TPyJda 3TaJOHHBIX
mokasaTeneld. CyIIecTBYIOIIHE STaJOHHBIE IOKa3aTelHu
OIICHMBAIOT OT/ENbHBIC HABBIKH, a HE MHTETPHPOBAHHYIO
MPOU3BOANTENBHOCT. ABTOpPHI pabotel Cybersecurity Al
Benchmark (CAIBench): A Meta-Benchmark for Evaluating
Cybersecurity Al Agents [23] oGuapyxuin, YTO
NpeIBapUTENIBHO  OOy4YeHHBIE 3HaHUS B 00JNacTH
knbepOe3omacHocT B Moensx LLM He moapa3ymeBaroT
HAaBBIKOB aTaku M 3allUTHl, YTO YKa3bIBae€T Ha pa3phiB
MEXJy 3HAHUAMH M BO3MOXKHOCTSMHU. [[ns pemeHust 3Toi
mpoOieMbl OHM MPEACTaBWIM OTaJOHHBIH TOKa3aTelb
kubepbesonacnoctn angs MU (CAlBench), monynbHyIO
MEeTa-CUCTeMy 3TaJIOHHBIX TOKa3aTellel, KoTopa s O3BOISET
OLIEHUBATH MOJENH U areHToB LLM B pa3nudHbIX 007acTIX
knOepOe30macHOCTH, KaK HACTyMaTelbHOH, TaKk W
000POHNTENBHOM, JeNias MmaT K OCMBICICHHOMY H3MEpEHHIO
UX aKTyaJbHOCTH s peiHka Tpyna. CAlBench o6benunse T
IIITh KAaTETOPHI OICHKH, oXBaThIBaromux Ooiyee 10 000
npumepoB: CTF B ctunme «Jeopardy», CTF mo aTtake u

3amMTe, YNPaKHEHHWs Ha KUOCPIIONUTroHe, JTaJIOHHBIC
MmoKa3aTelld 3HAHUM H OIEHKH KOH(HUICHINAJIBHOCTH.
Kirouessie HOBBIC pa3paboTku BKJIFOYAIOT
CHUCTEMaTHIECKYIO OJHOBPEMEHHYIO OIICHKY

HaCTyHaTeIbHBIX M 000POHUTEIBHBIX ACHCTBHUH, 32 1a9H IO
kubepOe30macHOCTH, OpPUEHTUPOBAaHHBIE HA POO OTOTEXHUKY
(RCTF2), u oueHKY NpOM3BOJUTEIBHOCTH C COXPaHEHUEM
KOH(UIEHINATBHOCTH (CyberPII-Bench). OrneHka
coBpeMeHHbIX Moaenedr MM mnokasbsiBaeT HachllleHUE
MeTpuK 3HaHuil B obnactu 6e3onacHoctu (70% ycmexa), HO
CYHIECTBEHHOE YXYyAIIEHHE B MHOTOATAaIHBIX CIIEHAPHUIX
npotuBofeicTBus (20-40% ycmexa) wiM emie Xyaliee B
CLEHApHAX C pOOOTH3MPOBAHHBIME LENsIMHU (22% ycmexa).
CouetaHue CTPYKTYpHl (peiiMBOpKa H BBIOOpa MoJeTH
LLM 3HauYnTENbHO BIMACT HA NMPOU3BOAUTEIHHOCTH; OBLIO
00HapyXeHO, YTO TpaBWIbHBIE COBMAJCHHUS YJIYUYIIAIOT
nucnepcuto a0 2,6 pa3 B CTF-copeBHOBaHMSIX aTaku H
3aIMUTHI. DTH Pe3yJbTaThl IEMOHCTPHUPYIOT BBIPAXECHHBIH
pa3phiB MEXIy  KOHIENTYalbHBIMH  3HAHUAMH U
aJlaITHBHBIMU BO3MOKHOCTSIMH, MO T9EePKUBA ST
HEoOXOIMMOCTh MeTa -OeHIMa pKa. .

WHTepecHbIi (guardrails)

(0] 630]3 3aIUTHUKOB

npencrasieH B pabore On Guardrail Models’ Robustness to
Mutationsand Adversarial Attacks [24]. ABropsl oTMeuaoT,
YTO PHCK TIpeNoCTaBIeHHs Hebe3omacHOW WHPOpMaIUu
cucreMaMl TeHepaTHBHOTO MU BBI3BIBaeT CcephE3HBIC
OTIacCeHMs, IOAYEpPKHBas HEOOXOJUMOCTh B 3aIIUTHBIX
MexaHm3MaxX. JlIs CHIKEHHS JTOr0 pHCKa BCe dalle
UCIIOJIB3YIOTCSl MOJICJIM 3aILUTHI, KOTOPbIE OOHAPYKUBAIOT
HeOe30IacHbIl KOHTEHT BO B3aMMOJICHCTBHM 4YEJIOBEKa U
UMW, nononusis 6e301macHOCT OOJIBIINX S3bIKOBBIX MOJIEICH.
HecmoTpst Ha HeaBHUE yCHIIUS 110 OLEHKE 3(DPEKTUBHOCTH
9TUX MoJenel, UX yCTOMYMBOCTb K U3MEHEHMSM BXOJHBIX
JAaHHBIX M aTakaM C HCHOJB30BAHHUEM COCTSA3aTEIbHBIX
JJE€MEHTOB  OCTaeTcs B 3HAUUTENBHOM  CTENeHU
HEU3y4eHHOU. B 2Tol cTaThe npencraBieHa BCECTOPOHHSA
OolleHKa 15 coBpeMeHHBIX MoJenel 3alluThl, OLIEHUBAS UX
YCTOWYIHBOCTH K: a) U3MEHCHHSAM BXOMHBIX JAaHHBIX, TAKUM
KaK ONEeYaTKH, MaCKHPOBKA KIIOYEBBIX CIIOB, MHA(QPE U
CKPBITBIC BBIpakeHHd, W 0) aTakaM C HCIIOJIB30BaHHEM
COCTS3aTENBHBIX  JJIEMEHTOB, IPEAHA3HAYCHHBIM IS
00X0/Ma 3aIIUTHBIX MEXaHU3MOB Mojeleld. ODTH aTakd
HCTIOTB3YIOT BO3MOXHOCTH OOJBIINX S3BIKOBBIX MOJENEH,
TakhHe KakK CIeJOBaHHE WHCTPYKIMAM, poOJeBas Wrpa,
MepCOHN(UKALINA, PACCYKACHHS H KOIHWPOBaHHE, WIH
BBOJAT  COCTS3aTEIbHbIE  TOKEHBI I  BBI3BIBAHMSA
HEKOPPEKTHOTO HOBEJCHUS MOJIENH. PesynbraThl
MOKa3blBAIOT, 4YTO OOJBIIMHCTBO MoOJENeH 3aIUTHBIX
MEXaHH3MOB MOXHO OOOWTH C TIOMOIIBIO MPOCTHIX
HU3MEHEHHH BXOJHBIX JaHHBIX, H OHHU YSI3BUMBI JUIS aTaK CO
CTOpPOHBI 3710y MBILIIEHHUKOB. Hanpuwmep, OJIMH
3I0HAMEPEHHBII TOKEH MOKET OOMaHYyTh UX B CpEIHEM B
44,5% cnyuaeB. OrpaHHYeHUS TEKYyIETO MOKOJICHUS
MoOJened  3aIIUTHBIX  MEXaHH3MOB  IOAYEPKHBAIOT
HEOOXOJUMOCTh CO3JaHUS 0OoJee HAAEKHBIX 3aIIUTHBIX
MeXaHHU3MOB.

Bompocam 06e3omacHoctu WNU-areHTOB mOCBSAIIEeHa |
pab6ora Agentic Al Security: Threats, Defenses, Evaluation,
and Open Challenges [25]. ArenrtHble cHCTEMSBI
HCKYCCTBEHHOTO HHTEINIeKkTa, paboTarompe Ha OCHOBE
Oonpmmx s3BIKOBEIX Mognened (LLM) m o6nanmaromme
GyHKIIAMA IUTaHUPOBa HAA, HCTIOTB30Ba HUA
HHCTPYMEHTOB, MNaMITH M aBTOHOMHOCTH, CTaHOBSTCS
MOITHBIMH ¥ THOKHUMH TUTIaT(GOPMAaMHA IUIsT aBTOMATH3A IHH.
Hx cmocoOHOCTh aBTOHOMHO BBINOJHATH 3aJadyd B BeO-
cpene, NporpaMMHOM oOecredeHUMH U (Quinueckoil cpene
CO37laeT HOBble M YCWIECHHbIE PHCKH 0€30MacHOCTH,
OTJIMYAIOLIMECs KaK OT TpaaulHOHHOH 6e3omacHoctu 1N,
TaKk M OT OOBIYHON 0€30MacHOCTH MPOTPaMMHOTO
obecrieuenus. B aTom 0030pe mpeacraBieHa TaKCOHOMHS
yrpo3, crnemuduuHelXx 11 areHTHOoro MU, paccMOTpeHsI
MOCIIETHHE CPaBHUTEIBHBIC TECTHI M METOOIOTHU OICHKH,
a Takke OOCYXIAalOTCS CTpaTernd 3aIlUTBl KaK C
TEXHUYECKOHW, TaK M C YIPaBICHYECKOH TOYEK 3pEHUS.
ABTOpBI 0000IIAFOT TEKyIIME WCCIENOBAHHS H BBIACISIOT
OTKPHITHIE TPOOJIEMBI, CTPEeMICh MOANEPXKATh pa3paboTKy
0e301aCHBIX 10 YMOJTYa HUIO aTCHTHBIX CHCTEM.

BrI10KeHBI citaiiipl IIIEHAPHOTO JOKIa a KOH(QEpEeHIINN
CoBpeMeHHbIe ~ MHQOpPMAIMOHHBIC  TCXHOJOTHH  Ha
¢axynerere BMK MI'Y wumenn M.B. JlomonocoBa -
besonacnocts MU-areHTOB - peasbHOCTh WIU
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muh?40

Crates Cyber Attacks on Commercial Drones: A Review
[26] mocBsmena aTakaM Ha JIpOHBI. becnmuioTHbIE
neratensHele ammapatsl (BIUIA), Takke HW3BeCTHBIE Kak
IPOHBI, BCcE dame HCIONB3YIOTCI B  Pa3IHYHBIX
NPUIOKEHHUAX, ¥ HA HUX MOXKHO NPOBOJUTH Pa3IHYHBIE
KuOepaTaku C KCIOJIB30BAHUEM pPAa3HBIX HHCTPYMEHTOB.
HexoTopele mpuMepbl 3TUX aTaK BKIOYAIOT pa3pbliB
COEIMHEHUS MEXAY IPOHOM U KOHTPOJJIEPOM C HOMOIIBIO
aTaKk JeayTeHTH(UKALNMKM, PACKPBITHE Napois WIH
KpHUNTOTpa(GUUECKOTo KI0Ya, UCIOIb3yEMOro B IPOTOKOIIE
CBf3M, TNOJy4YeHHE YIpPaBIEHUS JPOHOM MOCPEICTBOM
BHEJpEHHs KOMaHA/KOoJa W AaTaKd THMNA  «JEJIOBEK
nocepenune» (MitM). B naHHO#t cTaThe paccMaTpHUBAIOTCS
aTaKd C HCHOIB30BAHUEM APOHOB MOCPEACTBOM aHan3a

pa3IUYHBIX ~ KOMIIOHEHTOB JApPOHA, BKIOYAs  IMYJbT
JNACTAHIIMOHHOTO  yTIPABICHUS U TPOTOKOJBI  CBSI3M.
OcHOBHasi 1eiNb — MPEAOCTaBUTH 0030p BO3MOMKHBIX

croco6o0B ocymecTBiIeHUs kubOepaTtak. B 3Tom anHammse
CACJIaH BbBIBOA O TOM, YTO APOHBI, IIpCAHA3HAYCHHBIC IJIA
Ppa3INIHbIX ueneﬁ, YA3BUMBI U1 psAaa KI/I6epaTaK. B craThe
TaKKe PAacCMAaTPUBAIOTCS CYIIECTBYIOLIME METONOJOTHH
TECTUPOBAaHUS Ha NpoHuKHOBeHue s BIUIA, kotopsie
06ecneynBarOT IOTHYECKY 0 OCHOBY JJISl HX Pealii3alliH.

ITo mepe TOrO, KaK cHcTeMbl OOHapyKeHUs TUIpeiikoB
CTaHOBATCS Bc€ OoJee CIOXHBIMM, NOHMMaHHE UX
ySA3BUMOCTEH CTAaHOBUTCS KPUTUYECKH Ba)XHBIM  JUIS
paspaboTku HanéxkHOW 3amuTel. B paGore Adversarial
Reality for Evading Deepfake Image Detectors [27]
IpeICTaBIEHO KOMIUIEKCHOE HCCIIe0BaHUE KOHKYPEHTHBIX
aTak Ha JETEKTOpHl qumdeiikoB Ha 0CHOBE M300pa’KeHHUH,
npejjarass HOBBIM MOJAXOJ, CO3JaOIIUN «KOHKYPEHTHYIO

peaNbHOCTE» — CHHTETHYECKHEe W300pa’keHHs, KOTOPHIE
COXPAHAIOT BHU3YaJbHOE CXOJCTBO C OpPHUIMHAJIbHBIMHU
nundeiikaMy, ycmemHo oO0Xoxs aBTOMaTH3MPOBAaHHEIC

cUCTEeMBI 00HapyXeHHs. [Ipe10KeHHBIH METOX UCTIOTB3YeT
TEHEPAaTUBHYIO CTPYKTYpY C apxXxurekrypoil B cruiae UNet
Il mpeoOpa3oBaHUA W300pa’keHUH, CTEHEPHPOBAHHBIX
GAN, nuddy3rnoHHO-TCHEPUPOBAHHBIX M 00pabOTaHHBIX
JII, B BAPHAHTHI, 00Ma HBIBA FOLIUE IETEKTOP , COXPAHSASA TP U
5TOM BH3yaJIbHYI0 TOYHOCTb. B 0TiH4Me OT Tpa JUIIMOHHBIX
MOJXOM0B, OCHOBaHHBIX HA BO3MYIICHMSAX, KOTOpBIE
JN00aBISAIOT IIYMOBBIE INATTEPHBI, HOBBIH I'eHEpaTHUBHBIN
MeTox oOyuaercs nmpeoOpa3zoBaHHUAM, CEUUPUUYHBIM IS
n3obpakeHut, 6e3 HCTIOJIB30Ba HUS
BPYYHYIO CO3JJaHHBIX CIIEKTpabHbIX GuiIbTpoB. Biiaronaps
OOLIMPHON OLEHKE pa3MWYHBIX HAOOPOB NAaHHBIX, THUIOB
TeHePAaTOPOB U APXUTEKTYpP IETEKTOPOB JEMOHCTpUpPYETCH,
YTO NPEIOKESHHBIN OX0/] JOCTUIAET YPOBHSI ONTHOOYHO H
knaccupuxammu 10 98,83% Ha auddy3HBIX H300paKeHHUAX
n 83,36% Ha koHTeHTe Ha ocHOBe GAN, coxpaHsAs Ipu
9TOM BBICOKOE Ka4eCTBO BOCHPHATHS CO CPEIHUMHE 0aJiiaMu

HEO00XOAUMOCTH

PSNR Beime 35. IlonydeHHble pe3yiabTaThl BBISBISAIOT
KPUTHYECKHAE YSI3BHMOCTH B CYHIECTBYIOIIMX CHCTEMaX
0OHapy’KeHUs U JAIOT NPEJICTaBICHUE 0 pa3paboTke Oonee
Ha JIe)KHBIX JICTEKTOPOB TUTI(EIHKOB.

40 http://inetique.ru/articles/agents_2025 pdf

JIBa HOBBIX MakKeTa ISl COCTA3ATENBHOTO TECTUPOBAHHS
LLM mnpexcrapiensl B pabore AdversariaLLM: A Unified
and Modular Toolbox for LLM Robustness Research [28].
CrpemMuTeNnbpHOE pa CIINpeHNe HCCIeI0BaHAM 6€3011a CHOCTH
W HAaJSKHOCTH OONBIIMX A3BIKOBBIX Moxeneid (LLM)
MPHUBEIO K TMOSBICHUIO pPa3pO3HCHHOM M 3a9acTylo
cojepxaleil OmMOKM 3KOCHUCTEMBI pean3alyii, Habopos
JaHHBIX ¥ METOJJOB OLEHKU. DTa ()parMeHTaLIUs 3aTPY IHIET
BOCIIPOM3BOAMMOCTE U COIOCTABHMOCTb pE€3yJNbTaTOB
pas3NUYHBIX UCCIEJOBAHUM, MPEMATCTBYS CYIECTBEHHOMY
nporpeccy. Jas pemeHus 3TUX NpoOieM MNpeacTaBleH
ADVERSARIALLM, Habop HHCTPYMEHTOB TS
MPOBEJCHUsl MCCIENOBaHUN HaJEeXHOCTH mkeilnbpelika
LLM. Ero nuzailH OpUEHTHUPOBAaH Ha BOCIPOU3BOIUMOCTD,
KOPPEKTHOCTh U paclIupseMocTs. PpelMBOpK peanusyeT
JBEHA 1A Th A ITOPUTMOB COCTS[3a TEIBHBIX aTAK, 00be IUHSICT
CeMb 3TaJIOHHBIX Ha0OPOB Ja HHBIX,, 0XBA THIBAIOIIUX OIICHKY
BPETOHOCHOCTH, H30BITOYHOTO OTKa3a M MOJE3HOCTH, U
MPEIOCTaBIACT JOCTYI K MIMPOKOMY CIIEKTPY OTKPBITBIX
LLM uepe3 Hugging Face. Peanmsamms BkiIrodaer
pacmupeHHsle GyHKIUH I 00ecTede HHsI COTTOCTa BUMOCTH
1 BOCTIPOM3BOJIMMOCTH, TaKHe KaK OTCIICKHBAHHUE PECYpCOB
KOMITBIOTEPA, JIETEPMUHHPOBAHHBIC PE3YIbTATHl M METOJIbI
oueHku pacnpeneneHusi. ADVERSARIALLM  Taxxe
UHTETPUPYEeT CHUCTEMY OLIEHKH 4Yepe3 COMYyTCTBYIOILUI
naker JUDGEZOO, KOTOPBIi TaKKe MOXET
UCITIONB30BAaThCS HE3aBUCHMO. BMecTe 3TH KOMIOHEHTHI
HampaBlIeHbl HAa CO3JaHME NPOYHOH OCHOBBI JJA
MPO3payHBbIX, CpaBHUMBIX u BOCIIPOU3BOAUMBIX
ucciaegoBaHUN B 001acTH 6€301MaCHOCTH MarUCTPaTyPhI IO
npaBy. O6a nakera goctymHsl Ha GitHub.

Al Red Team.
mpomieueM BpeMeHH Yyxe obxomuwnn ¢uasTpsl LLM.
Teneps BEIACHIIIOCH, YTO UX OOXOJIAT €Il U CTUXH ...

B pab6ore Adversarial Poetry as a Universal Single-Turn

OdepenHeie  yxkachbl 3ampocel B

Jailoreak Mechanism in Large Language Models
(Cocmszamenvuass  nossus —  kaxos  caoel)  [29]
MPEJICTABIEHBI IOKA3aTEIBCTBA TOTO, UYTO COCTA3ATEIBHAS
033K (bYHKIHOHUPYET Kak YHUBEPCATBHBIN
OHOIIATOBBIA  JDKEHIOpEK Uit  OONBIINX  S3BIKOBBIX

moxaeneir (LLM). B 25 mepemoBeIXx NpONMpHETapHBIX H
OTKpPBITBIX MOJENSIX KypUPYEMbIE NOITHUUYECKUE IOACKA3KH
MOKa3au BBICOKHE MOKa3aTenu ycremHocTH atak (ASR),
npesblmatomue  90% y  HEKOTOPBIX  MOCTaBIIMKOB.
ComocraBieHue TMOJACKa30K € TaKCOHOMHUSIMH DPHUCKOB
MLCommons u EU CoP moka3siBaeT, 4TO MO3THYECKHUE
ataku mnepeHocarca B obmactu CBRN (Chemical,
Biological, Radiological, and Nuclear) omnacHocrei,
MaHUIYJISIUA, KHOESPIPECTYIUIEHHH M MOTEPH KOHTPOJISL.
IIpeobpazoBanue 1200 BPEAOHOCHBIX MO JICKa30K
MLCommons B CTUXH ¢ TOMOIIBIO CTaHIaPTU3UPOBA HHOTO
MeTa-nojackasku nano ASR no 18 pa3s Bble, ueM HX
0a30BBIe IOKA3a TEIH IS IPO36l. Pe3ybTa Thl OLIEHUBAFOTC S
¢ moMomIpio aHcaMmOust u3 3 skcnepToB LLM ¢ OTKpPHITEIM
BECOM, YbM OWHapHBIC OIIGHKH 0€301MacHOCTH OBLIH
MPOBEPECHBI HAa CTPATHQUIUPOBAHHOM IOJMHOYKECTBE,
MapKHPOBAHHOM  JTIOAbMH. IlOdTHYECKHE  TIOJCKA3KU
JIOCTHIIIM CPEIHEr0 YPOBHS YCHEHIHOCTH B3noMa 62% st
CTUXOTBOPEHUI, HAIIMCAHHBIX BPY4HYI0, U npuMepHo 43%
JUIs. MeTa-NoJCKa30K (10 CPaBHEHHUIO C HENOATHYECKUMHU
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0a30BEIMM  BapHaHTAMH), 3HAYUTEIHHO
HETIOdTHYECKHEe  0a30Bble  BapHWaHTBI U
CHCTEMaTHYECKYIO ySI3BUMOCTE CPEIH MOACIBHBIX CEMEHCTB

TpeB30iias
BBISIBUB

1 nmoaxoJ0B K O6y‘-ICHI/I}O 0e30macHOCTH. DT PE3YyJIbTAThI
MOKa3bIBAOT, YTO OJJHU TOJIBKO CTUJIMCTHYCCKHUEC Bapuallunu
MOTYT oboiTn COBPEMCHHBIC MCXaHHU3MbI 6630HaCHOCTI/I,
YKa3bIBast Ha (I)yHZ[aMeHTaJ'ILHLIe OTrpaHUYCHUA
CYHECTBYIOIINX METOAOB BbIpaBHUBAHUA W IIPOTOKOJIOB
OIICHKH.

CrnenuanbHo oOydeHHass LLM ynmanseT HWHBEKIUH
nogcka3ok [30]. Korma areHThl OGONBIIMX — SI3BIKOBBIX
mozener (LLM) Bcé uwame  HMCHodb3yloTes IS
aBTOMAaTH3aLIUU 3ajad u B3aUMOJICHCTBUS c
HEJOBEPEHHBIMA  BHEIIHMMH  JAaHHBIMH,  BHEIpEHHUE
MOJICKa30K CTAHOBUTCS CEPHEZHON Yrpo3oi 0€30macHOCTH.
Buenpsiss BpeJOHOCHBIE MHCTPYKIUH B AaHHBIE, K KOTOPBIM
obpamarorcss LLM, 3710yMBIIIJIEHHUK MOKET MPOU3BOJIEHO
MEepeonpeeIuTh HCXOMHYI0 3aJady IOJb30BaTeNs U
nepeHanpaBuTh areHTa Ha BBITIOJTHEHHE
HeNpeJIHaMEPCHHBIX, TMOTEHIMAIbHO OMACHBIX JICHCTBUH.
CymiecTBYIOIINE CPEICTBA 3aMUTHI THOO0 TpeOyIOT T0oCTyma
K BecaM MojenH (TOHKas HacTpoifka), TnOO MPHBOMIAT K
CYLIECTBEHHON IOTepe TMOJEe3HOCTH (OCHOBaHHas Ha
o0HapyKCHUH), 6o TpeOyroT HETPUBHAJIBHOU
nepepabOTKH CHCTEMBI (Ha CHCTEMHOM ypOBHe). B cBsi3m ¢
stum B pabore Defending Against Prompt Injection with
DataFilter [30] mpemmaraerca DataFilter — 3ammra, He
3aBUCAIIYI0O OT MOJENHU, KOTOpas yJajsieT BpeIOHOCHBIE
WHCTPYKUMU M3 JAHHBIX JO TOTO, KaK OHH JOCTUTHYT
6okenna LLM. DataFilter oOy4daeTcsi ¢ KOHTpOIHpyeMoit
TOHKOM HacTpOWKOW Ha MMHUTALMOHHBIX BHEJIPEHMSIX U
WCTOJIB3YeT KaK MHCTPYKIMH MOJIb30BaTENs, TAK U 1a HHBIE
I7si BBIOOPOYHOTO yJAajieHUS BPEIOHOCHOTO KOHTEHTA,
coxpaHsi mpu dToM Oe3BpenHylo wuHpopmanmoo. B
MHOXecTBe OeHumapkoB DataFilter crabmibHO CHIDKaeT
MPOIICHT YCHEIIHBIX aTaK C WCIOIb30BAaHHEM WHBEKIUI
MOJICKA30K TPAKTHYCCKH [0 HYJNs, COXpPaHSII HPH 3TOM
monesHoct LLM. DataFilter oOecreunBaer HaIeKHYIO
0e30macHOCTh,  BBICOKYIO  MOJE3HOCTh M OBICTpoe
pa3BepTHIBaHHUE, YTO JENaeT €ro HaJeKHOH IpaKTHIeCKON
3aIUTON I 3amuThl KomMmepueckux LLM oT uHbeKuui
nojackas3ok. Koa cuctemsl OTKpBHIT.

Co Bpemen mnepBoii paborel 2015 roma, kotopas wu
ompejeNnuna cocTa3aTeabHble MPUMEPHI, HOCIeAHUE BCEeTaa
CTPOWJINCH HUCXOJS U3 MHHUMH3alIMU (HE3aMETHOCTH)
n3MeHeHnid. CocTs3aTenbHble NPUMEPHl CO34aBalNCh (U
CO3IAI0TCA) MyTeM MPUMCHEHHs TOHKHX, HO HAaMEPCHHO
XyImMXx MoAM(HKAIMi K MpuMepaM U3 Habopa NaHHBIX,
9TO MHPHUBOAWT K TOMYy, YTO MOJEITh BBIAAET OTBET,
OTJIMYHEI OT ucxoxHOoTrO MpuMepa. B pabore A New Type
of Adversarial Examples [31] cocrtszatenbHble mpuUMeEpb
(hopMHPYIOTCS COBEPIICHHO MPOTHUBOIOJIOKHEIM 00pa3oM.
OHH CYIIECTBEHHO OTINYAIOTCS OT HCXOTHBIX IIPUMEPOB, HO
MIPHUBOAAT K TOMY XK€ OTBETY. ABTOPHI IPEAaTaloT HOBBII
Ha0oOp aJITOPHUTMOB I CO3MAHHUS TAKHX COCTA3aTEIBHBIX
MIPUMEPOB, BKITFOYA S METOJ OTPHIIATETBFHOTO
utTepapoHHoro OvicTporo rpanuenta (NI-FGSM) u meton
OTPHULATEIBHOTO UTEpaMOHHOTO ObIcTporo rpauenTa (NI -
FGM), a Taxke HX BapUaHTBl C MMIYJIbCOM: METOJ

OTPHUIATEIBHOTO HUTEPAIMOHHOTO OBICTPOTO TpaIWeHTa
(NMI-FGSM) u MeToa OTpHLATENIBHOTO HTEpPalMOHHOTO

osictporo  rpagmenta (NMI-FGM). Coctsa3aTenbHble
MPUMEPHI, CO3JaHHBIE OTUMH METOJaMH, MOTYT OBITh
WCTIOJIB30BAHBI JUJIS TPOBEICHUS AaTakKh Ha CHCTEMBI

MaIIMHHOTO OOYYeHHs B OMpEICNICHHBIX clydasx. bomee
TOTO, MOJY4YCHHbIE PpE3yJNbTaThl IIOKa3bIBAIOT, YTO
BPEJIOHOCHBIC TIPHUMEPBI HE MPOCTO pacIpeeNeHbl 110
COCEJCTBY C NIpUMEpaMH U3 Habopa daHHbIX; BMECTO 3TOTO
OHM INMPOKO pacHpeneieHbl B HNPOCTPAHCTBE BHIOOPKH.
YenoBek, npu  Ki1accUPUKALUM,  JIETKO  OTIMYUT
COCTS3aTEJIBHBIN NMpUMEp OT OpuUrMHaja. Mojenb e - He
OTIINYAET.

Bosibiie aHOHCOB HWHTEPECHBIX MyOIUKAIMHA MOKHO
Haiitu B 6ore AGaBaner*!.
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Artificial Intelligence in Cybersecurity.
Chronicle. Issue 4

Dmitry Namiot

Abstract - In this document, we offer our fourth monthly
overview of current events, based on a general topic: the use of
Artificial Intelligence (Al) in cybersecurity. In this document,
we regularly describe regulatory documents, significant events,
and new developments in this field. Currently, we combine
these three aspects. First, these are incidents related to the use
of Al for cybersecurity. For example, identified vulnerabilities
and risks in generative Al, new adversarial impacts on
machine learning models and Al agents, etc. Second, this is a
global regularity: regulatory documents, new global and local
standards, various aspects of Area Il in cybersecurity. And
third, each overview includes new interesting publications in
this area. All subsequent materials reflect the views and
preferences of the authors. This article presents the fourth
issue of the Chronicle of Al in Cybersecurity.

Keywords— artificial intelligence, cybersecurity.
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